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The Foreign Corrupt Practices Act (FCPA) prohibits covered individuals and entities from “corruptly providing money, gifts or anything else of value to foreign officials for the purpose of obtaining or retaining business.” Its broad reach is nearly unprecedented. Not only does the FCPA impose civil and criminal penalties on U.S. companies and citizens who engage in prohibited bribery, but it applies extraterritorially to companies listed on a U.S. stock exchange or any person while acting in the United States. Indeed, eight of the top 10 largest FCPA-related settlements were paid by foreign companies. Essentially, the FCPA regulates business ethics for global businesses.

Despite its broad reach, the FCPA does not provide for a private right of action. Disgruntled investors or other aggrieved parties cannot, therefore, sue companies and their managers directly for suspected foreign bribes. Nonetheless, private litigants have devised many creative ways to ride on the coattails of an alleged FCPA violation. Indeed, certain types of follow-on litigation have become a virtually guaranteed byproduct of an internal or government FCPA investigation.

Plaintiffs have achieved significant success with these follow-on actions. A 2010 study of shareholder follow-on suits revealed that 26 out of the 37 lawsuits evaluated resulted in settlement. Plaintiffs’ lawyers attribute the reluctance of accused companies to fully litigate these cases to the salacious nature of bribery accusations. Given the moral condemnation generally associated with bribery, companies may desire to keep allegations of such conduct far from the public eye and the jury box.

Moreover, the potential payout for follow-on plaintiffs is significant. In many instances, the settlements of follow-on litigation have exceeded by large margins any fines the accused company paid to the government. For example, Syncor International Corp. settled FCPA allegations with the government for $500,000 while paying follow-on plaintiffs $15.5 million; FARO Technologies, Inc. settled with the government for $2.95 million while paying follow-on plaintiffs $6.88 million; and Nature’s Sunshine Products, Inc. settled with the government for $600,000 while paying follow-on plaintiffs $6 million.

The relationship between civil litigation and government enforcement actions can proceed...
in both directions. That is, private litigation alleging that a corporate defendant engaged in foreign bribes can also inspire government involvement. For example, a lawsuit was filed against Alcoa, Inc., a producer of aluminum, alleging that it violated the Racketeer Influenced and Corrupt Organizations Act (RICO) by bribing senior officials of the Government of Bahrain.11 The same plaintiffs later filed a similar lawsuit against the aluminum distributor.12 In both cases, the Department of Justice (DOJ) intervened and initiated criminal FCPA investigations into the defendants’ alleged misconduct.13 Likewise, after shareholders filed a consolidated derivative action against Avon Products, Inc. in May 2011 claiming that its directors’ failure to oversee its compliance with the FCPA caused the company substantial losses,14 Avon disclosed receipt of a Securities and Exchange Commission (SEC) subpoena formally investigating the FCPA claims against the company.15

Given the potentially significant consequences of follow-on litigation, companies with global operations are well advised to devise a strategy to avoid and defend against such litigation. To advance this goal, this article lays out some of the strategic considerations that should inform the decision-making process at various points before, during and after a company begins to suspect that prohibited conduct has occurred in order to mitigate the adverse consequences from related civil litigation.

The Potential for Significant Increase in Follow-on Litigation

Follow-on litigation is neither new nor unique to the FCPA context. Indeed, disgruntled parties have long been quick to answer bad business news with private litigation. Take the Vioxx drug recall for example. On September 30, 2004, Merck & Co. withdrew arthritis drug Vioxx from the market, citing studies finding an “increased risk of confirmed cardiovascular events beginning after 18 months of continuous therapy.”16 On November 1, 2004, The Wall Street Journal published an article suggesting that Merck knew of the cardiac risks well before it recalled the product.17 Just five days later, Merck investors filed a securities class action complaint alleging that Merck knowingly misrepresented the risks of heart attacks accompanying the use of Vioxx.18

Plaintiffs’ attorneys appear similarly poised and ready to pounce on allegations of foreign bribery. The reaction of investors and their attorneys in the case of SciClone Pharmaceuticals, Inc., a self-described “China-centric specialty pharmaceutical company,” demonstrates just this enthusiasm.19 On August 6, 2010, the SEC and DOJ notified SciClone that they had initiated a formal investigation of SciClone’s alleged FCPA violations in China.20 Three days later on August 9, SciClone disclosed the investigation in its SEC Form 10-Q.21 On August 13, less than 100 hours after the government announced its investigation, plaintiffs filed a securities fraud class action against SciClone.22 The complaint quoted directly from SciClone’s 10-Q disclosing the government investigations, and accused SciClone and several of its officers of making false and misleading statements about SciClone’s financial condition and legal compliance programs.23

Beyond materializing quickly, follow-on litigation may also materialize as multiple lawsuits. For example, the DOJ announced in 2006 that it was investigating Swiss logistics giant Panalpina Group and its service customers, including Pride International, Inc., for possible FCPA violations.24 In July 2009, plaintiffs filed a follow-on securities fraud case in the Southern District of Texas.25 In the following months, plaintiffs filed three additional, separate shareholder derivative cases in Texas state court.26 In September 2009, the DOJ Antitrust Division filed criminal charges against Panalpina.27 Although the civil cases were stayed pending resolution of the FCPA investigation, they were subsequently resurrected, and Panalpina and Pride International settled with the government for more than $230 million in civil and criminal penalties in late 2010.28

Compounding close scrutiny by potential plaintiffs is the federal government’s own recently stepped up efforts to combat foreign bribery. U.S. Attorney General Eric Holder emphasized in 2009 that the government “must vigorously enforce our own laws that prohibit bribery of foreign officials, such as... the Foreign Corrupt Practices Act. And we must work together to support our partners in the anti-corruption enforcement.”29 Both of the government agencies responsible for enforcing the FCPA have heeded this call. In 2010, the SEC created a dedicated FCPA unit.30 In 2011, the DOJ promoted a new head of the Fraud Section’s FCPA Unit as well as two assistant chiefs, and also increased the number of line prosecutors in the Unit.31
U.S. Assistant Attorney General Lanny A. Breuer stated in January 2011 that the DOJ has “dramatically increased [its] enforcement of the Foreign Corrupt Practices Act in recent years” and that the FCPA, “which was once seen as slumbering, is now very much alive and well.”

Given that the announcement of government FCPA investigations often inspires follow-on litigation, this increased emphasis on government investigation and prosecution will likely result in an eventual commensurate increase in follow-on litigation.

Types of Follow-On Civil Litigation

Specific instances of FCPA follow-on litigation can come in all shapes and sizes. While as noted above the FCPA itself does not provide for a private cause of action, creative litigants have squeezed alleged FCPA violations into many different substantive law contexts. Below we discuss some of the more common categories.

Securities Fraud

Federal law prohibiting securities fraud provides one avenue for follow-on litigants. The familiar elements of a claim for federal securities fraud are: (1) An untrue or misleading statement of material fact; (2) made in connection with the purchase or sale of securities; (3) with scienter, i.e., intent to defraud or recklessness; (4) reliance by plaintiffs on the misleading statement; and (5) damages to plaintiffs caused by their reliance. In the typical case, after a company has publicly disclosed potential FCPA violations and/or settled with the government, plaintiff shareholders institute a securities fraud claim by alleging that prior to these disclosures the company had fraudulently failed to disclose, or made false or misleading disclosures regarding, the nature and scope of the company’s FCPA violations or internal controls for detecting such violations.

In recent years, plaintiff shareholders have followed this precise playbook. For example, in In re FARO Technologies Securities Litigation, after FARO had publicly disclosed that it had made foreign “improper payments,” shareholders filed suit alleging that the company had overstated its sales figures by including sales achieved through those unlawful payments that the company failed to disclose had been in violation of the FCPA, and also that the company failed to disclose deficiencies in its internal controls.

Shareholder Derivative Actions

Derivative lawsuits brought by shareholders on behalf of the corporation are another possible vehicle for FCPA follow-on litigation. In a typical derivative action, a shareholder sues a corporation’s officers and/or directors in the corporation’s name for violating their obligations to the corporation, generally asserting claims for breach of the fiduciary duties of loyalty and care. In the FCPA context, after a company’s potential FCPA violations become public, a plaintiff may allege that directors and officers breached their fiduciary duties by failing to exercise proper oversight of the company and to ensure that it adhered to the law, including failing to implement an effective FCPA compliance program, failing to ensure an existing compliance program was enforced, or even participating in the alleged FCPA violations themselves. Therefore, a plaintiff contends, the directors and officers should be held liable to the corporation for losses stemming from the company’s FCPA violations.

Numerous FCPA follow-on derivative cases filed in just the past few years have made allegations along these lines. For example, in March and April 2011, after casino operator Las Vegas Sands Corp. announced it was being investigated for FCPA violations, five shareholder groups filed derivative suits alleging the directors had breached their fiduciary duties by failing to ensure the company did not engage in business practices that violated the FCPA.

Following a 2010 settlement with the SEC and DOJ, shareholders of Tidewater Inc., an oil and gas services company, initiated a derivative action alleging that defendants knew or recklessly disregarded that Tidewater personnel had paid bribes to Azerbaijani and Nigerian government officials to obtain favorable treatment for Tidewater,
and that the directors had breached their fiduciary duties by failing to establish and maintain adequate internal controls to ensure compliance with the FCPA.43

In 2010, a Dow Chemical Co. derivative suit filed after the media reported claims that Dow executives had bribed Kuwaiti officials alleged, among other things, that Dow’s directors breached their fiduciary duties because they “failed to detect and prevent” the purported bribery.44 Three consolidated derivative actions filed by Avon Products shareholders after the company announced potential FCPA violations with respect to business operations in China claimed that the company’s directors’ “conscious and systematic failure” to oversee Avon’s compliance with the FCPA caused the company substantial losses from February 2006 through the foreseeable future.45 After Bio-Rad Laboratories, Inc. disclosed in an SEC filing that it had likely violated the FCPA’s accounting provisions and may have violated the FCPA’s antibribery provisions, a shareholder filed a derivative suit alleging breaches of fiduciary duty stemming from the company’s purported failure to implement internal controls sufficient to ensure compliance with the FCPA.46 And less than one month after Johnson & Johnson settled FCPA enforcement actions with the DOJ and the SEC, its shareholders filed a derivative action in May 2011 alleging breaches of fiduciary duty based on the company’s purported failure to implement internal controls sufficient to detect and prevent bribery of foreign officials as well as its failure to disclose the full extent of the company’s potential FCPA liability for making improper payments to Iraqi officials.47

Whistleblower Litigation

Lawsuits claiming retaliatory discharge for internally reporting FCPA violations are a particularly likely avenue for follow-on litigation, especially in light of the Dodd-Frank Act’s whistleblower provisions.48 The SEC’s Office of the Whistleblower published its first list of enforcement actions that might be eligible for whistleblower rewards in November 2011, and the list includes FCPA-related cases.49 In the prototypical case, a discharged employee sues the company for wrongful discharge, claiming he or she was fired in retaliation for reporting unlawful conduct that violated the FCPA.

American International Group, Inc. (AIG) was recently sued in an action like this. The plaintiff, an AIG compliance manager, allegedly learned of an arrangement in which a South Korean government entity would invest $50 million into an AIG Global Real Estate Managed Fund. In exchange, AIG would sponsor a “six week paid vacation” for an employee of the government entity. The plaintiff allegedly reported this arrangement to AIG’s Global Anti-Corruption Officer and was terminated several weeks later, prompting the lawsuit.50 In another example, the former head of Sands China Ltd., a subsidiary of Las Vegas Sands, filed a wrongful termination action in October 2010 alleging that Las Vegas Sands and Sands China breached his employment contract by retaliating against him for refusing to comply with a superior’s demand to engage in activity that potentially violated the FCPA.51

Other Commercial Litigation

While securities, derivative and employee whistleblower litigation seem to be the most prevalent follow-on claims, enterprising attorneys have found other areas of the law in which FCPA violations can serve as predicates to civil claims. FCPA follow-on suits have been seen in the civil RICO,52 civil antitrust,53 plain-vanilla breach of contract,54 and tort55 settings as well. A recent case marked the first example of FCPA charges directly resulting in a competitor obtaining compensation for the alleged FCPA violations. In March 2010, Innospec Inc. and its subsidiary pleaded guilty in the U.S. and U.K. respectively to bribing foreign officials in order to promote its lead additives for fuels over its competitors’ lead-free alternatives.56 After the company paid a total of $40.2 million in combined fines and penalties as part of a global settlement, one of Innospec’s competitors, NewMarket Corp., filed a civil action in July 2010 alleging that Innospec conspired to restrain trade and engage in commercial bribery by bribing foreign officials to secure disadvantageous treatment of NewMarket’s products.57 NewMarket specifically stated in its
complaint that its action “arises from Innospec’s guilty pleas” and attached the plea agreement with the DOJ, the information filed by the DOJ, the SEC complaint, and the U.K. court’s opinion.58 The companies agreed to settle the matter in September 2011 for $45 million, slightly more than Innospec’s combined global settlement with U.S. and U.K. regulators.59

Preparing For Follow-On Litigation

Global companies need to anticipate the potential for civil liability exposure at every stage of their analysis of a potential FCPA violation. Before, during and after an investigation of potential violations, the decisions made by the company will impact its ability to defend the civil litigation and minimize its consequences. With follow-on litigation looming on the horizon, there are steps companies dealing with internal and/or government FCPA investigations can take to prepare themselves and minimize their risks. While it is not realistic to think a company can completely insulate itself from post-investigation litigation, there are some options available that can help protect the company in this next stage of FCPA-related proceedings.

First, companies can develop and enforce robust compliance programs, which can provide a bulwark against follow-on claims such as for securities fraud and breach of fiduciary duties. Second, companies can enhance their risk factor disclosures in public documents, which can further protect them from later accusations of misleading investors. Third, companies can work to minimize the admissions and omissions they make during FCPA investigations, which otherwise may play pivotal roles in follow-on litigation and damage the companies in those lawsuits. Fourth, companies can take steps to ensure attorney-client privilege and attorney work product protections survive the FCPA investigation and remain intact for the follow-on litigation.

These steps are discussed in greater detail below. But the unifying theme common to all of them is that they concern contexts other than litigation, either long before any concrete FCPA issues arise at all, or during the internal and/or government FCPA investigations themselves. The takeaway, then, is that companies should not wait until lawsuits are filed to worry about follow-on litigation; the possibility of such suits should always be part of the calculus when addressing FCPA-related issues.

Develop & Enforce a Robust Compliance Program

The inherent merits of a strong FCPA compliance program are well-known and much-discussed.60 But a good compliance program can also have downstream benefits in mitigating follow-on litigation.

First, robust and defensible FCPA compliance procedures can help prevent class action securities fraud lawsuits, or at least provide tools to defeat them early on. As noted above, one element of a federal securities fraud claim is “scienter,” which the U.S. Supreme Court has defined as “a mental state embracing intent to deceive, manipulate or defraud.”61 To adequately plead scienter under the strict rules imposed by the Private Securities Litigation Reform Act of 1995 (PSLRA), plaintiffs must “state with particularity facts giving rise to a strong inference that the defendant acted with the required state of mind.”62 This is a heavy burden. As the Supreme Court has recently explained, the PSLRA requires plaintiffs to do far more than just provide a factual basis for their scienter allegations. Instead, plaintiffs must plead specific facts from which a “powerful or cogent” inference of scienter that is “at least as compelling as any opposing inference of non-fraudulent intent” can be drawn.63

In follow-on FCPA securities fraud actions where plaintiffs cannot identify any high-level corporate officer who actually knew of the FCPA violations, plaintiffs may attempt to plead scienter by alleging instead that the company recklessly disregarded obvious red flags that should have alerted it to the illegal foreign practices, and/or that the company’s internal controls to prevent such violations were so deficient as to constitute willful ignorance of illegal conduct. For example, in securities litigation involving UTStarcom, Inc., plaintiffs pleaded scienter based on allegations that defendants “knew there were significant internal control weaknesses that precluded them from knowing if... UTCI was obtaining sales by bribing foreign government officials in violation of the FCPA.”64 But the existence of a strong FCPA compliance program can make it difficult for plaintiffs to state such allega-
tions with sufficient particularity to survive a motion to dismiss. Moreover, the very existence of a compliance program itself may provide the kind of “opposing inference of nonfraudulent intent” compelling enough to overcome whatever inference can be drawn from plaintiffs’ allegations. And even if plaintiffs are somehow able to survive the pleading stage, actual evidence of a strong compliance program may be enough to win summary judgment on the issue of scienter.

Second, a strong compliance program may provide some relief from derivative claims alleging breaches of fiduciary duties. Derivative plaintiffs asserting claims following FCPA investigations often allege “oversight” or “Caremark” claims, i.e., claims that directors failed to exercise sufficient oversight such that FCPA violations occurred under their noses. Under Delaware law (which governs a significant number of derivative actions), the “necessary preconditions for director oversight liability” are:

(a) the directors utterly failed to implement any reporting or information system or controls; or (b) having implemented such a system of controls, consciously failed to monitor or oversee its operations thus disabling themselves from being informed of risks or problems requiring their attention.

In light of this standard, the benefits of a robust compliance program are obvious: it negates the first “precondition” of lack of controls, and to the extent the company has diligently implemented the program, the second precondition can be undermined as well. For example, in the Dow Chemical case plaintiffs alleged that the board “failed to detect and prevent bribery in connection with [a] transaction” in Kuwait. In granting the company’s motion to dismiss, the court held that plaintiffs “failed to allege facts suggesting that the Dow board ‘utterly fail[ed]’ to supervise insiders, or that any director acted with anything other than good faith” in part because “the Dow board has set up policies to prevent improper dealing with third parties. In particular, Dow’s Code of Ethics expressly prohibits any unethical payments to third parties.”

Enhance Risk Factor Disclosures

Risk factor disclosures—statements in SEC and other public filings advising investors of the potential ways the company’s business may not succeed—can be an important tool in narrowing or eliminating the types of claims that can arise when an FCPA violation occurs. Companies that make inadequate disclosures about FCPA compliance and other risks stemming from doing business in certain parts of the world may face exposure to securities fraud claims that include allegations that the company made intentional or reckless omissions or misleading statements about these risks.

The follow-on litigation involving Immucor, a maker of products used in blood testing, is a good example. In the early 2000s, Immucor determined weaknesses in its internal controls over business practices at an Italian subsidiary, but Immucor did not disclose those weaknesses to the public. Investors sued Immucor for securities fraud on the grounds that its failure to disclose these known weaknesses was materially false and misleading, and in 2006 the court denied Immucor’s motion to dismiss the complaint. In particular, the court held that a “reasonable investor would have been swayed had Immucor identified to the public (as it admits that it identified internally) weaknesses in its internal controls.” Immucor ultimately settled with its shareholders in May 2007 for $2.5 million.

The lesson of Immucor and similar lawsuits is that inadequate disclosure of FCPA-related risks creates litigation exposure. Companies—especially those doing business in areas of the world more prone to corruption—can help protect themselves against these kinds of cases by ensuring they are disclosing risks relating to FCPA liability. But surprisingly, many global companies are not doing this. A survey of recent 10-Ks reveals that many of the largest global companies are not making any FCPA-related risk factor disclosures, much less disclosures sufficient to convey risks that a reasonable investor would consider important to an investment decision. Many companies do not even mention anticorruption laws generally, the FCPA or the U.K. Bribery Act. Many also do not describe in their risk factor disclosures the existence of internal compliance programs, or the risks associated with those programs.

These companies may be exposing themselves to unnecessary litigation risk, risk that could be avoided by
crafting comprehensive FCPA-related risk factor disclosures that may eliminate or narrow the scope of potential follow-on claims. An appropriate disclosure could include, for example:

- Risks associated with doing business in countries with high perceived corruption;
- Risks associated with violating anticorruption laws;
- Risks associated with potential failures in the company’s compliance program, no matter how well-designed; and
- Risks associated with corruption-related criminal and civil liability.

In sum, warning investors about potential dangers of doing business abroad can help protect companies from later litigation about inadequate disclosure. While this advice may seem obvious, a surprising number of companies are presently not following it.

Use Caution about Company Admissions Before, During & After FCPA Investigations

Companies facing FCPA investigations make numerous statements about those investigations. These statements often provide details about the company’s activities, the nature of the facts being investigated, and what steps the company has taken or will take. Some of these statements are public, and are required to be made (e.g., statements made in SEC filings). But many assertions are made internally, where the company does not intend the statement to be public or to be used against it in litigation. These internal assertions occur, for example, in meetings with professionals, including lawyers, bankers and auditors, and appear in internal company memoranda and presentations to boards of directors.

While these statements are made in the context of FCPA investigations, their relevance does not end with those investigations. What a company has said, or has not said, can be extremely important in follow-on FCPA litigation. As a result, companies making statements about ongoing FCPA investigations need to constantly consider the downstream implications of their admissions or omissions, and act accordingly.

Sources of Admissions & Omissions Relating to an Investigation

There are numerous sources of admissions and omissions, some obvious, and some less so. Companies should take special care with respect to, at a minimum, the following kinds of statements:

- **Press releases**: Companies frequently issue press releases in connection with FCPA investigations. For example, when the company first announces it is being investigated by the government, when certain milestones relating to the investigation occur, or when the company and the government resolve the investigation (e.g., by entering into a settlement).
- **Settlement agreements with the DOJ, SEC and collateral litigants**: Anything a company says in a settlement agreement may be a “statement” about the FCPA investigation. That an agreement is confidential is not necessarily any guarantee the document would not show up in follow-on litigation. Even confidential documents sometimes leak out, and they are not protected from disclosure in the civil discovery process.
- **Special committee reports**: One result of an internal investigation into potential FCPA violations is that a special committee of the company’s board may issue a report on the investigation’s findings. These documents are important for the company’s governance practices, but they may be discoverable in follow-on litigation. Persons responsible for drafting these reports should do so carefully, understanding that the report later could be used against the company or special committee. Indeed, counsel to the special committee should consider whether a written report is necessary under the circumstances, because there are often situations that do not require a written report in order to satisfy the special committee’s duties.
- **SEC filings (8-Ks, 10-Ks, 10-Qs, etc.)**: A company’s SEC filings will often contain disclosures regarding any ongoing FCPA investigation. As discussed above, statements (or lack thereof) in
these documents often form the basis for securities fraud follow-on litigation. As a result, companies should be careful to ensure that required disclosures adhere closely to objective facts, and avoid unnecessary characterization of facts or events.

- **PowerPoint presentations**: It is natural in business settings to use PowerPoint and other written presentation materials in connection with board meetings or other important occasions, including discussions of FCPA investigations. But effective PowerPoints may also make effective evidence for the company’s litigation adversary down the road. Care should be taken when preparing non-privileged internal company materials relating to the facts and circumstances of an FCPA matter. For example, where an investigation has financial or accounting implications, members of the company will have a need to understand facts and convey them to others. When the CFO or corporate controller prepares documentation, memoranda, or PowerPoint slides reflecting their analysis and understanding of the underlying facts, these materials may become discoverable in follow-on litigation and may constitute admissions that can be used against the company at trial. Where possible, oral presentations may be advisable instead.

- **Written summaries provided to outside auditors**: Auditors often play a significant role in internal FCPA investigations, because they need to understand how the underlying facts impact the company’s financial statements and its internal control environment. This activity is another source of potentially discoverable information and the resulting materials may be accessible and admissible in follow-on litigation. As a result, companies should be as careful with preparation of these materials as they are with other statements about the investigation.

- **Analyst conferences and other public statements**: While an FCPA investigation is proceeding, companies are still operating their business, and talking about the business and the investigation’s impact on it. Although these statements are usually focused on reporting to investors about the business, they also may include comments about facts relating to the investigation.

### Examples of Admissions & Omissions in Follow-On Litigation

There are numerous real-world examples of a company’s admissions and omissions impacting subsequent follow-on litigation. Several instances are discussed below.

**Admissions**—In 2008, UTStarcom and its CEO and CFO settled with the SEC claims that they violated the securities laws by making misrepresentations regarding the company’s foreign practices. As part of the settlement, the CEO and CFO agreed to a “cease and desist” order that detailed, among other admissions, the CEO’s and CFO’s knowledge for many years of internal control weaknesses at the company. In a complaint filed shortly after the cease and desist order became public, plaintiffs used these admissions, citing the cease and desist order 20 times in their complaint to establish the timing of various events, and to plead scienter on behalf of both UTStarcom and the individual defendants, including as to FCPA violations. This case ultimately was settled for $30 million.

A follow-on lawsuit against KBR, Inc. provides another cautionary tale regarding admissions. In 2009, KBR and its CEO pleaded guilty to bribing Nigerian officials in order to obtain contracts worth $6 billion to build natural gas facilities in Nigeria. These plea agreements made numerous admissions, such as the CEO’s admission that he received approximately $10.8 million in kickbacks from one consultant he hired to bribe Nigerian officials. Plaintiffs later used these admissions in a derivative lawsuit, alleging that the admitted FCPA violations were evidence of KBR’s lack of proper corporate oversight.

**Omissions**—The court considering a securities fraud complaint against Immucor held that a press release, SEC filings and statements in an analyst phone conference were materially misleading as alleged because they omitted certain facts. Specifically, although the company faced exposure for criminal liabil-
ity due to multiple prohibited bribes allegedly made by its President and CEO, Immucor allegedly mischaracterized the violations as an isolated clerical error subjecting it only to a monetary penalty. The court held that “defendants’ duty was to describe fully the nature and scope of the conduct under investigation—conduct of which [the CEO/President] was fully aware because he participated in it.” The court opined that:

a reasonable investor would have considered it important to know that Immucor might be criminally liable, because such liability could have other effects on Immucor’s ability to do business, such as debarment, licensing trouble, marketplace credibility and other outcomes capable of affecting the price of Immucor’s stock.78

Courts of appeal have come to the same conclusion regarding omissions. In Glazer Capital Management, L.P. v. Magistri, the U.S. Court of Appeal for the Ninth Circuit recognized that a failure to disclose possible FCPA violations in a public statement, such as an SEC filing, could support a securities fraud claim.79 The court ultimately held that plaintiffs had not pleaded sufficient facts to survive a motion to dismiss, but in doing so noted that publicly disclosed representations and warranties that the company was in compliance with all laws, when the company knew those representations to be false because of FCPA violations, could be enough to plead securities fraud.80

Recommendations for Any Statement Made About an Investigation

Management and company counsel involved in preparing or communicating any of the above statements need to be aware of the potential civil litigation consequences at the time of creation. Several common sense considerations can help minimize the potential future consequences of these statements.

• Adhere closely to the facts: Most of the advice set forth in this section stems from this simple and perhaps obvious rule: if a company has to say something about an FCPA investigation, that something should be limited to objective facts—and facts the company knows to be true. What this means in practice is that companies should stick to the facts, and double-check those facts in advance, to ensure the company’s statements are accurate. If it later turns out the “facts” were not true—even if the company did not intentionally make a false statement—that contradiction can provide ample fodder for a follow-on suit.

• Avoid opinions, speculation, and beliefs: Adhering to the facts also means avoiding statements that are not based in fact. Companies may honestly believe that their personnel have done nothing wrong, but a public statement to that effect made before an FCPA investigation is completed can serve as powerful ammunition for a subsequent follow-on suit if the belief turns out to be mistaken. Similarly, statements by executives of what their “opinion” is about potential FCPA allegations or violations should be avoided. Again, if those opinions turn out to be at odds with the facts, the company and the opinionated executive may suffer as a result during later litigation.

• Offer narrow conclusions, and only if required: Another corollary to the facts-only rule is that companies should avoid stating conclusions. Lay out the facts, and let the audience—be it the investing public, the media or the government—draw their own conclusions. Any conclusion the company provides will surely show up in follow-on litigation. And to the extent a company needs to provide a conclusion, that conclusion should be as narrowly drawn as possible. Sweeping conclusions will not help the company in later litigation.

• Avoid sugarcoating: There is a natural inclination to try to put a positive spin on bad events. In and of itself there is nothing wrong with this instinct, but taken too far it can hurt the company in subsequent litigation. As Immucor’s experience bears out, understating potential FCPA violations can lead to claims that the company has misled the public.81
Avoid adjectives and adverbs: When stating the facts, keep those facts simple. While adjectives and adverbs may provide spice to an otherwise bland factual description, spice is not what a company wants. Characterizing events as “minor” or “major,” “ongoing” or “isolated,” is often unnecessary, and can be used against the company later. Companies should keep their statements objective and plain.

Be brief: This last suggestion flows naturally from all the rest. Once a company limits itself to the facts, and avoids opinions, beliefs, conclusions, sugarcoating, adjectives, and adverbs, the remaining unadorned facts should not take long to state. A company should say exactly what it needs to say, and nothing else. The surplusage can come back to hurt the company later.

Protecting the Attorney-Client Privilege & Work Product Protections

The attorney-client privilege is one of the most sacrosanct of privileges recognized in law. As explained by the Supreme Court, immunizing confidential communications between a lawyer and his or her client from discovery is necessary to “encourage full and frank communication between attorneys and their clients and thereby promote broader public interests in the observance of law and administration of justice.”

Although doctrinally distinct, the work product doctrine achieves similar ends. To promote the adversary process, “documents and tangible things that are prepared in anticipation of litigation” by a party’s attorney are generally insulated from discovery. This doctrine recognizes that allowing an opponent access to an attorney’s work product would cause “much of what is now put down in writing [to] remain unwritten.” “Inefficiency, unfairness and sharp practices would inevitably develop in the giving of legal advice and in the preparation of cases for trial.”

Materials potentially implicating these doctrines necessarily involve the most sensitive of issues impacting a company. In the context of the FCPA, they could, among other things, chronicle a company’s internal investigation into suspected wrongdoing or detail its attempts to develop a stronger FCPA compliance program. If they had access to such materials, follow-on plaintiffs could use a company’s attempts to comply with the law as the basis for claiming liability.

Given the success plaintiffs have had using a company’s non-privileged statements, it is imperative that companies understand how the attorney-client privilege and work product doctrine apply to statements made in the context of FCPA investigations and follow-on litigation so they can take the necessary steps to preserve those protections. While certain material may initially appear to fall within the ambit of one of these protections, both doctrines are filled with exceptions and often strictly construed by courts so as to avoid depriving parties of relevant evidence. Moreover, the FCPA investigation process is fraught with opportunities where an uninformed decision could prevent any privilege from attaching to sensitive communications or result in the waiver of an otherwise applicable protection to unintended parties.

Accordingly, companies must understand the contours and limitations of these protections in order to avoid inadvertently providing follow-on plaintiffs with potentially powerful ammunition. The following sections outline certain considerations that should inform the decision-making process in developing a strategy for dealing with privileged materials in an FCPA investigation and subsequent litigation.

Carefully Consider Disclosures to the SEC & DOJ

Disclosing otherwise protected information to the Securities and Exchange Commission and Department of Justice can be tempting and potentially advantageous to a company involved in an FCPA investigation. Both the SEC and DOJ consider a company’s willingness to cooperate with these agencies in determining whether to reward the company with leniency. And both have determined that companies “cooperated” by, among other things, declining to invoke the attorney-client privilege and work product protection when producing documents relevant to their internal investigations.
When deciding whether to disclose protected materials to the SEC or DOJ, companies should be mindful that doing so may render these materials discoverable in follow-on litigation. Although case law is not uniform, several courts have held that such disclosure operates as a waiver, and have demonstrated little sympathy for the company’s “Hobson’s choice between waiving [applicable protections] through cooperation with investigatory authorities, or not cooperating with the authorities.”91 Moreover, some courts have held that the waiver applies not only to the voluntarily disclosed material, but to all undisclosed protected communications on the same subject matter.92

Companies should also keep in mind that disclosing privileged information may not actually be necessary to obtain cooperation credit from the DOJ or SEC. According to the SEC Enforcement Manual and the U.S. Attorneys’ Manual,93 neither agency should ordinarily demand that a party waive the attorney-client privilege or work product protection.94 Moreover, these agencies do not predicate cooperation credit on a company’s agreement to disclose privileged information.95 Instead, the proper inquiry for determining whether to award a company credit for cooperation is whether or not the company has timely disclosed all relevant facts about the alleged misconduct.96

If a company deems that the disclosure of protected material is necessary, it should mitigate the risk that this material will end up in the hands of follow-on plaintiffs by entering into confidentiality agreements with the receiving agency or agencies. Pursuant to such an agreement, the company makes clear that it does not intend to waive any applicable privilege as to third parties and the agency, in turn, makes clear that it intends to keep the disclosed information confidential.97 Some courts have held that certain confidentiality agreements permit selective waiver to the government, and have denied third-party demands for information on that basis.98

Such agreements, however, are far from air-tight. For example, the SEC’s Model Confidentiality Agreement provides that the SEC Staff may disclose privileged materials “to the extent that the Staff determines that disclosure is otherwise required by law or would be in furtherance of the Commission’s discharge of its duties and responsibilities.”99 Moreover, the Tenth Circuit has found such qualified confidentiality agreements insufficient to sustain a claim of privilege, while the Sixth Circuit has held confidentiality agreements entirely irrelevant to the waiver analysis regardless of the strength of protections they contain.100

Carefully Consider Disclosures to Auditors

As noted above, auditors often play a significant role in internal FCPA investigations. In the course of preparing an audit opinion, they may seek to review attorney opinion letters or other materials generated by the investigated company’s counsel that relate to the alleged wrongdoing.101 Indeed, auditors may need a company to provide such sensitive material in order to issue an unqualified opinion.

Producing otherwise protected documents to auditors creates a risk that these materials will end up in the hands of follow-on plaintiffs. Courts disagree about whether transmitting work product to auditors effects a waiver.102 Recognizing that applying the waiver doctrine “might discourage companies from seeking legal advice and candidly disclosing that information to independent auditors,” some courts have held that transmission of work product to independent auditors does not waive the protection.103 Others have held that transmission waives the protection, explaining that “[s]haring potentially inculpatory information with an entity dedicated to uncovering financial irregularities is entirely inconsistent with the zone of privacy that underlies the work product doctrine.”104

Although courts appear increasingly inclined to hold that sharing work product with auditors does not operate as a waiver,105 this trend is of little consolation to large issuers that cannot predict where they will be hauled into court. Until the disagreement among courts is resolved, large companies cannot easily evaluate their risk at the time the auditor demands protected information. The inquiry becomes even more complicated if FCPA-related litigation is not clearly “anticipated” at the time of transmission.106

Given the uncertain landscape of the work product protection in the context of independent auditors, companies should carefully consider whether and to what extent disclosure of work product is necessary. They should work with their auditors to determine...
whether such work product is absolutely essential to obtaining an unqualified opinion. And if disclosure is necessary, counsel should craft the disclosures based on the guidelines described above and on the assumption that follow-on plaintiffs will have access to them later.

Carefully Consider Internal Investigation Procedures

Relevant unprivileged materials normally will be discoverable by follow-on litigants regardless of whether a company decides to waive privilege during a government investigation. Accordingly, companies should carefully consider whether the procedures they employ in conducting an internal FCPA investigation will even allow them an opportunity to claim the benefits of any privilege or work product protection in future litigation.

The internal investigation process generally involves a number of meetings. The audit committee, internal management, and the board will often be tempted to discuss privileged matters concerning an ongoing FCPA investigation. Disclosing privileged communications in the presence of certain third parties, however, can constitute a waiver of privilege. To avoid giving follow-on plaintiffs access to materials prepared for, presented or discussed at, or generated during these meetings, companies should consider limiting attendance at meetings to those individuals necessary to further the investigation. Alternatively, companies can carefully craft the agendas and monitor discussions so as to avoid wading into privileged waters.

Carefully considering the scope and necessity of written deliverables at each stage of the investigation, as discussed above, also mitigates the risk that otherwise-privileged inculpatory material will end up in the hands of follow-on plaintiffs. Some good practices to follow include:

- Where a written deliverable is required, consider the audience who will receive it, and if that audience consists of individuals who are not necessary to the furtherance of the investigation, limit the content of the report to nonprivileged materials.
- When circulating a written deliverable containing privileged materials, clearly mark it as such. Conspicuous marking will not only minimize the risk that recipients will destroy any applicable protection by disclosing the material to unauthorized individuals, but it will help to ensure that privileged materials are not inadvertently produced to opponents during discovery in any follow-on case.

As is the case with meetings, employee interviews also are a crucial part of ferreting out and remedying FCPA violations. Oftentimes attorneys either conduct or are present in these interviews and generate work product or privileged communications as a result. To ensure that these materials remain protected, companies must exclude unnecessary third parties from the interview. Moreover, company attorneys should give the interviewed employee what attorneys have colloquially referred to as “Miranda Warnings,” advising the employee that they do not represent him or her and that the company can and may choose to disclose the contents of the interview. In the event that the employee is not given or does not understand such instructions, he or she may sue the company upon disclosure of what he or she believes to be confidential information and demand interview notes, memoranda and other protected materials in discovery during that lawsuit.

A company should also consider hiring outside counsel to conduct the internal investigation. Typically, in-house counsel’s role is not confined to giving legal advice. Instead, in-house counsel may participate “in and render decisions about business, technical, scientific, public relations, and advertising issues, as well as purely legal issues.” Because courts fear that:

businesses will immunize internal communications from discovery by placing legal counsel in strategic corporate positions and funneling documents through counsel… [they] require a clear showing that the attorney was acting in his professional legal capacity before cloaking documents in the privilege’s protection.

Sometimes the proponent of the privilege cannot meet this heightened burden. On the other
hand, communications between a corporation and its outside counsel are presumed to be made for the purpose of rendering legal advice and do not have to pass such close judicial scrutiny before being afforded protected status.\textsuperscript{112}

Get Involved Early

Things can happen fast in FCPA investigations. Indeed, there are often only hours between the announcement of an FCPA investigation and the filing of follow-on lawsuits.\textsuperscript{113} During this time, in-house counsel will be under enormous pressure to make a number of decisions that can have far-reaching implications in any ensuing government investigation and follow-on litigation, such as:

- Will we cooperate with the SEC and/or DOJ investigation?
- What are we willing to do to cooperate?
- Will we give them everything?
- Will we waive the attorney-client privilege and/or work product protections?
- How will we collect documents?
- Who has documents relevant to the alleged violation?
- How will we collect them?
- Will collection from any custodian run afoul of foreign privacy laws?\textsuperscript{114}
- How are we going to handle production of the documents?
- Are we going to review documents before production?
- If so, who is going to handle the review?

Given that a company must ensure “timely” disclosure of all relevant facts if it hopes to qualify for cooperation credit,\textsuperscript{115} in-house counsel often will not have the luxury of an extended amount of time to consider these issues. The consequences of not adequately considering them, however, can be enormous. As described above, declining to assert privilege will likely give follow-on plaintiffs access to sensitive, and potentially incriminating materials that they can use to leverage a large settlement.\textsuperscript{116} Producing documents to the government that are not directly related to the alleged wrongdoing could expose the company to further government scrutiny and liability.\textsuperscript{117} And employing a careless method of producing documents could result in an inadvertent production of protected materials that will effect an unintended privilege waiver.\textsuperscript{118}

Accordingly, it is imperative that counsel develop a strategy early on. Give careful consideration to whether waiving privilege in any government investigation is necessary and/or desirable. Investigate any foreign privacy laws that document collection and production might implicate. Hire a forensic consultant to handle document collection and production. And carefully consider the government’s demands for information to ensure that they do not exceed the scope of FCPA-related conduct. Although engaging in these tasks may be arduous, the proper decisions in this stressful time can potentially save the company from enormous exposure in follow-on litigation.
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Serv. 106, 83 A.F.T.R.2d 99-2312 (D.D.C. 1998) (“Because an in-house lawyer often has other functions in addition to providing legal advice, the lawyer's role on a particular occasion will not be self-evident as it usually is in the case of outside counsel.”).

113. See supra note 23 (discussing SciClone Pharmaceuticals).


116. See supra note 91 (discussing the rejection of the selective waiver doctrine by many courts).

117. See SEC Enforcement Manual at § 4.2 (“If a document is not privileged, but is non-responsive, staff should consider whether the information may be useful as a basis for an inquiry or investigation. In addition, staff may want to alert other regulators or law enforcement authorities if staff discovers evidence of non-securities-related violations.”).

118. When considering whether an inadvertent disclosure of protected material operates as a waiver, courts must consider whether “the holder of the privilege or protection took reasonable steps to prevent disclosure.” Fed. R. Evid. 502(b).