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In the post-Madoff and Great Recession environment, federal authorities have dramatically increased their investigation and prosecution of white collar crimes. Commentators and the media are clamoring for the government to file charges against those in the white collar community who allegedly are responsible for the economic ills of the recent years. In this highly charged environment, federal prosecutors are applying aggressive investigative

KeyCite®: Cases and other legal materials listed in KeyCite Scope can be researched through the KeyCite service on Westlaw®. Use KeyCite to check citations for form, parallel references, prior and later history, and comprehensive citator information, including citations to other decisions and secondary materials.
techniques (such as use of wiretaps and undercover informants) to the white collar arena. Businesses and corporate executives now are the subject of investigation and prosecution for a broad range of white collar offenses in this white hot enforcement environment. As such, it is imperative for practitioners to be aware of the many tools at the disposal of federal prosecutors and the various defenses available to putative white collar targets.

This chapter provides an overview of (a) the nature of the federal investigative authorities, (b) key federal criminal procedural issues, (c) major federal white collar crimes, (d) unique issues of corporate liability under federal law, (e) key proof and evidentiary issues in federal court, and (f) sentencing issues in the federal system. Related considerations are addressed in Chapter 113 “The Interplay Between Commercial Litigation and Criminal Proceedings” (§§ 113:1 et seq.).

II. WHO INVESTIGATES FEDERAL CRIMES

§ 112:2 U.S. Department of Justice / Office of the Attorney General

Congress established the Department of Justice (“DOJ”) by statute in 1870. The Office of the Attorney General is even older, having been established by the Judiciary Act of 1789. The Attorney General serves as the federal government’s “chief law enforcement officer.” The Attorney General’s responsibilities include representing the United States in legal matters, providing the President and department heads with legal advice and opinions, and appearing before the United States Supreme Court. An increase in litigation involving the United States after the end of the Civil War prompted Congress to establish the DOJ
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2Judiciary Act of 1789, ch. 20, § 35 1 Stat. 73, 92-93 (1789) (“And there shall also be appointed a meet person, learned in the law, to act as attorney-general for the United States, who shall be sworn or affirmed to a faithful execution of his office. . . .”).
as a separate executive agency beginning July 1, 1870. Since then, the DOJ has grown to more than 40 separate units, and other top DOJ officials, including the Deputy Attorney General and Associate Attorney General, now assist the Attorney General in supervising and managing the agency. The Deputy Attorney General acts as Attorney General in the absence of the Attorney General and may, except to the extent prohibited by law or otherwise delegated, exercise the Attorney General’s power and authority. The Associate Attorney General helps develop and manage DOJ policy and oversees a variety of DOJ units.

Today, the DOJ is the self-described “world’s largest law office,” with more than 10,000 attorneys as part of its workforce of more than 100,000 people. It prosecutes violations of federal criminal law and litigates civil suits on behalf of the United States. In addition to representing the United States and providing legal advice to the President and executive agencies, the DOJ oversees federal law enforcement. The DOJ’s law enforcement personnel include, among others, investigative agents, the United States marshals who protect the judiciary and transport prisoners, and correctional officers. Various DOJ units address white collar matters, including the Antitrust Division, the Criminal Division, and the United States Attorneys.

The DOJ Fraud Section is the primary DOJ unit that prosecutes economic and white collar crimes. For a more detailed discussion of the Fraud Section, see Section 112:10.

argue any case in a court of the United States in which the United States is interested . . . .”

§ 112:2
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§ 112:3 U.S. Attorneys

The President has the authority to appoint 93 United States Attorneys ("U.S. Attorneys"), one for each of the judicial districts in the United States, with the exception of Guam and the Northern Mariana Islands, which share one U.S. Attorney. U.S. Attorneys are appointed to four-year terms but may continue in office until a replacement is named and the Senate provides its consent. Assistant U.S. Attorneys support the work of each U.S. Attorney and comprise the DOJ’s corps of federal prosecutors assigned to individual districts. By statute, U.S. Attorneys are responsible for prosecuting federal criminal cases, representing the United States in civil litigation, and collecting fines and penalties owed to the United States. Individual U.S. Attorneys have significant discretion to address the needs of their districts.

In some districts, that discretion includes a particular focus on white collar investigations and prosecutions.

§ 112:4 U.S. Attorneys—Southern District of New York

The U.S. Attorney’s Office for the Southern District of New York (the “SDNY”) has a long and storied history of litigating high-profile cases for the United States. This office has been an integral part of the United States’ legal team since the early days of this country. Just two days after signing the Judiciary Act of 1789 into law, President George Washington appointed the first U.S. Attorney for the district (then known as the “New York District”). Currently, the SDNY encompasses eight counties in and near New York City, including the city boroughs of Manhattan and the Bronx. Among other responsibilities, the office traditionally emphasizes the prosecution of white collar crime, in part because a large number of financial services entities and major corporations, as well as the major financial exchanges...
(including the NASDAQ, American Stock Exchange, New York Mercantile Exchange, and New York Stock Exchange), are located in Manhattan.\(^3\)

The SDNY’s Criminal Division prosecutes securities fraud, other financial crimes, and “economic espionage,” either through its Securities and Commodities Fraud Task Force or the Major Crimes Unit.\(^4\) The Securities and Commodities Fraud Task Force investigates and prosecutes a range of offenses that affect the markets, including insider trading, market manipulation, and fraud stemming from violations of accounting or regulatory reporting requirements and procedures, among other crimes.\(^5\) The Major Crimes unit investigates and prosecutes “the most varied caseload in the Office,” including white collar offenses such as computer crimes, environmental crimes, tax fraud, health care fraud, money laundering, corporate fraud, and embezzlement—in sum, “virtually all major financial crime cases” other than those affecting the markets, which the Securities and Commodities Fraud Task Force handles.\(^6\)

Among high-profile cases, the SDNY recently has litigated the insider trading trial of hedge fund manager Raj Rajaratnam, who allegedly earned, or avoided losses of, more than $45 million for his hedge fund based on insiders’ tips.\(^7\) On May 11, 2011, a jury convicted Rajaratnam on 14 counts of securities fraud stemming from his illegal trades.\(^8\) Additionally, SDNY attorneys prosecuted the well-known case against Bernard Madoff for orchestrating and running a massive, decades-long Ponzi scheme, in which investors lost billions of dollars.\(^9\) Madoff pleaded guilty to multiple charges in 2009,\(^10\) for which he was sentenced to 150

---


\(^7\)See, e.g., UNITED STATES OF AMERICA, v. Raj RAJARATNAM and Danielle Chiesi, Defendants., 2010 WL 2131195, at ¶¶ 4, 56 (S.D. N.Y. 2010).


\(^10\)Diana B. Henriques & Jack Healy, Madoff Jailed After Pleading Guilty to
years of imprisonment. Another leading SDNY prosecution resulted in the conviction of Bernard Ebbers for orchestrating an $11 billion fraud that led to the collapse of WorldCom, the company Ebbers founded and directed. Ebbers received a sentence of 25 years in federal prison.

§ 112:5 U.S. Attorneys—Other districts

In addition to the SDNY, federal prosecutors in other districts actively investigate and prosecute white collar crime. For example, the U.S. Attorney’s Office for the Eastern District of New York ("EDNY") is responsible for federal prosecutions for the New York City boroughs of Brooklyn, Queens, and Staten Island, and for Nassau County and Suffolk County on Long Island.

Created in 1865, the EDNY today prosecutes a wide range of federal offenses, including white collar cases. The EDNY’s Business and Securities Fraud unit, within the Criminal Division, prosecutes various federal crimes, including multiple types of fraud (such as corporate, securities, health care, bank, and mortgage). The EDNY led the formation of Mortgage Fraud Task Force in the spring of 2008, co-ordinating efforts among federal, state, and local law enforcement in the wake of the subprime mortgage crisis, and before the wider financial crisis unfolded later that year. This office has handled various mortgage fraud cases in the wake of that crisis, including an investigation by the Financial Fraud Enforcement Task Force that led to the guilty plea of a New York developer whose conspiracy caused $92 mil-
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lion in losses on fraudulent mortgages.\footnote{6} Despite the EDNY’s robust prosecutorial tradition, however, its prosecution of two Bear Stearns hedge fund managers, Ralph Cioffi and Matthew Tannin, on mortgage fraud charges in the wake of the financial firm’s rapid collapse in 2008, was unsuccessful.\footnote{7}

While the New York City area, as the country’s financial capital, is a nexus of white collar federal prosecutions, other U.S. Attorney’s Offices across the country also investigate and prosecute white collar crime. For example, the Fraud and Public Corruption Section of the U.S. Attorney’s Office for the District of Columbia prosecutes health care fraud, tax crimes, securities fraud, computer crimes, and intellectual property crimes, among other actions.\footnote{8} The D.C. office also enforces various public corruption laws, such as federal laws prohibiting bribes and honest services fraud,\footnote{9} false claims, fraud and kickbacks in government contracting, and cases against federal employees.\footnote{10} Owing to its unique geographic location, in the nation’s capital, the office’s jurisdiction also encompasses congressional referrals for perjury and false statements.\footnote{11}

Significant white collar cases also are handled in other U.S. Attorney’s Offices around the country. The prosecution of media mogul Conrad Black, whose conviction was largely overturned by the Supreme Court in 2010,\footnote{12} applying its decision in\footnote{13} \textit{Skilling v. United States} that limited prosecutions for honest services fraud, began as a prosecution by the U.S. Attorney’s Office for the Northern District of Illinois.\footnote{14} That office also is well known for its public corruption prosecutions, including that of former Illi-


\footnote{7}Patricia Hurtado et al., Bear Managers’ Acquittal May Hamper U.S. Fraud Prosecutions, \textit{Bloomberg}, Nov. 11, 2009, \url{http://www.bloomberg.com/apps/news?pid=newsarchive&sid=alBcul0c3hPk}.


\footnote{9}See § 112:36 for a discussion of honest services fraud.


nois Governor Rod Blagojevich, and it touts the prosecution of health care fraud and computer crime as among its current top priorities.

U.S. Attorneys’ Offices in California also handle a variety of significant prosecutions. The U.S. Attorney’s Office for the Northern District of California has a robust White Collar Crime Section, which handles fraud cases, environmental crimes, and food-safety cases, among others. For example, in February 2011, federal prosecutors from the Northern District of California secured a guilty plea from a former Apple, Inc. employee, Paul Devine, by which Devine admitted to causing losses of more than $2.4 million, by sharing confidential corporate information with suppliers and manufacturers of components for Apple products.

The U.S. Attorney’s Office for the Central District of California, which covers an area with a population that is the largest of any federal judicial district in the United States, focuses on various areas of criminal enforcement, including intellectual property crimes and financial crimes. Recent noteworthy cases include a guilty plea from a Los Angeles man for importing counterfeit exercise machines from China; the sentencing of a married couple who owned a jewelry store and one of their employees for trafficking in fake designer jewelry, including pieces that

---


contained dangerous amounts of lead, and the indictment of former Major League Baseball All-Star Lenny Dykstra, who played for the New York Mets and Philadelphia Phillies, on various criminal charges, including bankruptcy fraud, obstruction of justice, and false declarations.

§ 112:6 Agencies with enforcement powers—Securities and Exchange Commission

The Securities and Exchange Commission (“SEC”) is the federal government’s regulatory and enforcement agency with jurisdiction specifically covering the securities markets and corporations that are active in those markets. The SEC has broad authority to regulate corporations and individuals and to investigate and prosecute wrongdoing under federal securities laws. Created by the Securities Exchange Act of 1934, the SEC’s mission “is to protect investors, maintain fair, orderly and efficient markets, and facilitate capital formation.”

In 1972, the SEC consolidated its enforcement functions by creating the Division of Enforcement (“Enforcement Division”) to handle enforcement previously spread across its operating divisions. The SEC uses its authority to conduct investigations and bring civil enforcement proceedings against companies and individuals. The Enforcement Division conducts investigations, brings civil actions in federal court and administrative proceedings before the SEC administrative law judges, and works in close co-ordination with other law enforcement agencies, including the DOJ, to prosecute criminal cases where misconduct warrants them. Civil proceedings may seek monetary penalties, disgorgement of profits, or injunctions against behavior in violation of securities laws, among other remedies. Administrative actions include proceedings seeking cease-and-desist orders, monetary penalties, disgorgement of profits, and injunctions.


[Section 112:6]

1See Chapter 68 “Securities” (§§ 68:1 et seq.) and Chapter 69 “Regulatory Litigation with the SEC” (§§ 69:1 et seq.) for additional discussion of the SEC.


4See Chapter 69 “Regulatory Litigation with the SEC” (§§ 69:1 et seq.) for a discussion of civil proceedings brought by the SEC.
The Enforcement Division may investigate through either a relatively informal process or a formal investigative order. The less formal process, known as a “matter under inquiry,” ultimately may lead to a formal investigation. A recent restructuring of the Division enables senior staff to approve formal orders for investigations, streamlining a process that previously required approval by vote of the Commissioners themselves. The SEC also may use a “Wells Notice” to alert entities or individuals that the SEC is considering or planning to recommend the filing of allegations against the entities or individuals and the potential securities laws violations in question.

The SEC co-ordinates closely with the DOJ through the Inter-agency Financial Fraud Enforcement Task Force, often conducting parallel investigations. For a further discussion of the Task Force and SEC-DOJ co-ordination efforts in general, see Section 112:11.

§ 112:7 Agencies with enforcement powers—Department of Health & Human Services

The Department of Health & Human Services (“HHS”) plays an active role in investigating and mitigating white collar crime that touches the U.S. health care system. From enforcing regulatory regimes against corporations that are part of the health care sector, such as those in the pharmaceutical industry, to coordinating investigations and prosecutions of Medicare and Medicaid fraud with the DOJ, HHS’s white collar enforcement role is varied and increasing. At HHS, the Office of the Inspector General (“OIG”) is responsible for the agency’s investigative and law enforcement activity. OIG has more than 1,500 personnel across the country whose mission includes “addressing fraud,

\[\text{\footnotesize [Section 112:7]}\]

\[\text{\footnotesize [Section 112:7]}\]
waste, and abuse.”

OIG’s enforcement role has increased in recent years, especially with regard to imposing Corporate Integrity Agreements (“CIAs”) on corporations seeking to settle investigative and enforcement actions against them, and with regard to HHS’s coordinated, co-operative enforcement efforts in conjunction with the DOJ. OIG often requires companies in the health care sector to enter into CIAs to resolve various federal investigations, including for false claims. Similar to Deferred Prosecution Agreements used by the DOJ, entities enter into CIAs to avoid certain penalties—in this case, being excluded from federal health care programs, such as Medicare or Medicaid. The DOJ’s use of Deferred Prosecution Agreements is discussed further in Section 112:77.

HHS’s OIG and the Centers for Medicare and Medicaid Services, also a part of HHS, work closely with the DOJ to investigate and prosecute the perpetrators of various health care frauds. Since 2007, HHS and the DOJ have formally collaborated to combat Medicare fraud across the country through the Medicare Fraud Strike Force. Early in President Barack Obama’s administration, the agencies ramped up their antifraud efforts, bringing the operations of the Medicare Fraud Strike Force under the umbrella of the newly created Health Care Fraud Prevention & Enforcement Action Team (“HEAT”). The creation of HEAT in May 2009 elevated the fight against Medicare fraud to a “Cabinet level priority” for the agencies.

In addition to HHS’s OIG, the agency’s Office of Civil Rights (“OCR”) engages in enforcement against corporations. The Health Insurance Portability and Accountability Act of 1996 (“HIPAA”) requires certain health care entities to maintain the security and privacy of patients and health care consumers. The OCR is responsible for enforcing compliance with the HIPAA security

---

8See generally Health Insurance Portability and Accountability Act of
and privacy requirements by various entities covered by HIPAA, which include providers, health plans, and health care clearinghouses that receive and compile health information. The OCR’s enforcement powers include conducting investigations and responding to patient complaints.

§ 112:8 Agencies with enforcement powers—Other federal agencies

The Food & Drug Administration’s ("FDA") Office of Criminal Investigations is also part of the federal law enforcement apparatus, for issues that arise with regard to health care entities and corporations, including violations of the Food, Drug, and Cosmetic Act and the Anti-Tampering Act, for conduct related to making and selling counterfeit drugs, off-label promotion of drugs and medical devices approved by the FDA for other uses, and trafficking in unapproved products that fall within the FDA's purview. Similarly, the Federal Trade Commission ("FTC") has authority to enforce provisions of the FTC Act designed to protect consumers from unscrupulous trade practices in the market, through various administrative enforcement mechanisms. The Environmental Protection Agency has criminal enforcement powers with regard to conduct violating certain environmental laws, including dumping wastewater in violation of the Clean Water Act, the improper disposal of hazardous waste in violation of the Resource Conservation and Recovery Act, and using a contractor to remove asbestos without adhering to the accepted safety standards for such work, in violation of the Clean Air Act. The Department of Labor’s Office of Labor-Management Standards has authority to conduct criminal and civil investigations of the Labor-Management Reporting and Disclosure Act and other statutes.


[Section 112:8]


4U.S. Dep’t of Labor, Office of Labor-Management Standards (OLMS),
§ 112:9 Enforcement strategies

In May 2010, Assistant Attorney General Lanny A. Breuer announced “a new era of heightened white-collar crime enforcement” marked by an increase in resources, information-sharing, co-operation, and stiff penalties for corporations and individuals. Government officials have accordingly emphasized several high-level strategies to support their enforcement goals. A summary of those strategies is provided in Sections 112:10 to 112:13.

§ 112:10 Enforcement strategies—Specialized units within the DOJ

The Fraud Section of the Criminal Division of the DOJ investigates and prosecutes complex white collar criminal cases across the country. The Fraud Section has experience with sophisticated fraud schemes, expertise in managing complex and multidistrict litigation, and the ability to deploy resources to address law enforcement priorities and respond to geographically shifting crime problems. The Fraud Section also participates in various national, regional, and international working groups. In 2010, a number of attorneys were added to the Fraud Section for immediate deployment to prosecute such crimes as securities fraud, health care fraud, and foreign bribery under the Foreign Corrupt Practices Act (“FCPA”).

This increased specialization and focus on white collar crime has cascaded down from the DOJ to the U.S. Attorneys’ Offices. For example, the prosecution of white collar crimes historically has been a high priority, and it recently has received heightened attention and resources because of the increased use of technology in various financial frauds and economic espionage. For example, depending on their nature, white collar crimes are generally assigned in the SDNY to the Securities and Commodities Fraud Task Force, the Major Crimes Unit, or the Complex Frauds


[Section 112:9]
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The SDNY's Securities and Commodities Fraud Task Force is responsible for investigating and prosecuting crimes relating to the operation of securities and commodities markets, including such crimes as insider trading, market manipulation schemes, accounting and regulatory reporting frauds, and penny stock “pump and dump” schemes. The Major Crimes Unit is responsible for matters such as computer hacking, bank robbery, art theft and environmental crimes, and major financial crime cases, including such crimes as money laundering, tax fraud, customs fraud, and corporate fraud and embezzlement. In 2009, the SDNY created the Complex Frauds Unit to provide renewed focus and additional resources towards combating large-scale sophisticated frauds and emerging cybercrimes. The Complex Frauds Unit oversees the investigation and prosecution of bank fraud, mortgage fraud, health care fraud, tax fraud, and cybercrimes. Crimes with a particular international focus, such as FCPA cases, are usually handled by the Complex Frauds Unit or the Major Crimes Unit; however, other units may handle such cases depending on how the case is brought in—for example, an FCPA issue may arise in a Terrorism Unit investigation.

§ 112:11 Enforcement strategies—Domestic interagency co-operation

Domestic interagency co-operation has become a key strategy in the DOJ’s enhanced efforts to combat sophisticated financial crimes. The Fraud Section of the Criminal Division chairs several working groups, including the Securities and Commodities Fraud Working Group, the Interagency Bank Fraud Enforcement Work-
ing Group, and the Mortgage Fraud Working Group. These working groups provide forums for information-sharing and coordination among the diverse domestic and federal agencies of which they are composed.¹

Another feature of interagency cooperation is the co-ordinated filing of both civil and criminal actions. The 2008 near-collapse of the financial and credit markets spurred federal prosecutors, state attorneys general, and federal regulatory agencies to synchronize their efforts and investigate and prosecute claims on parallel tracks.² This cooperation was designed to increase efficiencies for criminal and regulatory prosecutions. Accordingly, prosecutors and regulators have formalized their relationships by creating task forces to co-ordinate strategy, set policies, share information, and supervise criminal and regulatory actions related to the financial crisis.³ For instance, federal prosecutors in the EDNY formed the Mortgage Fraud Task Force in May 2008, bringing together federal, state, and local agencies to investigate potential crimes relating to the subprime crisis, ranging from mortgage fraud by brokers to securities fraud, insider trading, and accounting fraud.⁴ In the broadest coalition to fight domestic fraud to date, President Barack Obama established the Interagency Financial Fraud Enforcement Task Force in November 2009.⁵ Composed of senior officers from more than 20 federal agencies, 94 U.S. Attorneys’ offices, and various state and local entities, its mission is to "work with state and local partners to investigate and prosecute significant financial crimes, ensure just and effective punishment for those who perpetrate financial crimes, address discrimination in the lending and financial markets and recover proceeds for victims."⁶

---

⁵Howard W. Goldstein, New Year’s Reflections: Prosecutors Will Be Busy, N.Y.L.J. CORP. UPDATE, Jan. 6, 2011.
§ 112:12 Enforcement strategies—Cross-border investigations and collaboration agreements

In addition to domestic interagency co-operation, the DOJ co-ordinates with its foreign counterparts to ensure that jurisdictional issues do not impede efforts to combat white collar crimes. Such collaboration allows prosecutors and regulators from different countries to share both investigative burdens and resulting fines and penalties. As white collar crime has become increasingly international in scope, recent agreements and settlements illustrate that international investigative and prosecutorial collaboration has kept pace. Indeed, at least 25 co-operative requests to foreign governments pursuant to agreements on mutual legal assistance were made in the year ending November 2009.¹ In February 2010, new agreements between the United States and the European Union on mutual legal assistance and extradition were implemented to support cross-border investigations and enforcement actions.² In the same month, the DOJ and the U.K. Serious Fraud Office settled corruption charges with one of Europe’s largest defense contractors, marking the first time that the DOJ and SFO co-operated to resolve an investigation.³ Co-operative efforts between the SEC and the U.K. Financial Services Authority have increased in such areas as oversight of credit rating agencies, hedge fund advisers, and the clearing over-the-counter derivatives.⁴

§ 112:13 Enforcement strategies—New techniques in investigation of white collar crimes

The DOJ recently has begun using a variety of aggressive investigative techniques in its fight against white collar crime, including court-authorized electronic surveillance and undercover

---

sting operations. The use of these techniques, reserved historically for drug and organized crime conspiracies, demonstrates the government’s new willingness to use all the tools at its disposal in this new era of heightened enforcement. Two notable examples in which prosecutors deployed new investigative techniques include the Raj Rajaratnam and related insider trading cases in New York and the arrests of numerous defendants on FCPA charges at a Las Vegas gun show.

On October 16, 2009, the SDNY announced charges against hedge fund managers, Fortune 500 executives, and a management consulting director “arising out of their alleged involvement in the largest hedge fund insider trading case in history.” The case, emerging from an investigation of the Galleon Group hedge fund and its founder, Raj Rajaratnam, and alleging more than $20 million in illegal insider trading profits, was “the first time that court-authorized wiretaps [were] . . . used to target significant insider trading on Wall Street.” Indeed, the criminal investigation into the Galleon Group insider trading ring between 2003 and 2009 involved thousands of hours of wiretaps and intercepted over 18,000 recordings. Noting that the case against Raj Rajaratnam read “like a thriller,” The Wall Street Journal reported that “[a]n unnamed cooperating witness, described as a onetime Galleon employee, helped spark the investigation, taping conversations with Mr. Rajaratnam . . . [which] led to broader wiretaps . . . .” During a press conference on October 16, 2009, U.S. Attorney Preet Bharara stated that the DOJ would employ the same kind of electronic surveillance traditionally reserved for organized crime, drug syndicates, and
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terrorism prosecutions to fight future crimes on Wall Street. Although Rajaratnam challenged the admissibility of prosecutors’ wiretap evidence, such efforts have failed to date, as U.S. District Judge Richard J. Holwell ruled that prosecutors could use recordings of thousands of conversations by Rajaratnam in his criminal trial, and U.S. District Judge Richard Sullivan similarly ruled that prosecutors could use secretly recorded telephone conversations of ex-Galleon Group employee Zvi Goffier and other defendants. These unsuccessful attempts to challenge wiretaps and the strict procedural and evidentiary requirements of the Federal Wiretap Act provide white collar practitioners with ample room to pursue creative defense strategies.

Federal prosecutors also have begun to use large-scale sting operations in pursuit of white collar criminals. For example, on January 18, 2010, with the support of undercover agents and electronic and video surveillance, hundreds of FBI agents in the United States and City of London police officers in the United Kingdom executed 21 search warrants and arrested 22 employees of defense and security products companies on FCPA-related charges. Most of these individuals were arrested at the “SHOT Show,” the annual gun industry trade convention in Las Vegas, Nevada. The massive undercover sting operation entailed FBI agents posing as representatives of the Ministry of Defense from the African nation of Gabon. The agents met with the defendants to organize an allegedly corrupt deal to pay nearly $1.5 million to

---


9 Enacted by Congress as part of the Omnibus Crime Control and Safe Streets Act of 1968.


Gabonese officials to secure a fictitious $15 million defense equipment contract. The FBI was assisted by co-operating defendant Richard T. Bistrong, the former Vice President of International Sales for Armor Holdings, Inc. After being charged with unrelated FCPA and export control violations, Bistrong agreed to co-operate and utilize his industry connections to help the FBI ensnare other defendants.\textsuperscript{13}

The FBI’s FCPA SHOT Show sting represents the first large-scale undercover operation in the history of FCPA investigations and prosecutions, and the largest single investigation and prosecution of individuals in the history of the FCPA.\textsuperscript{14} Acknowledging the DOJ’s use of these new aggressive enforcement techniques, Lanny A. Breuer, Assistant Attorney General for the Criminal Division, stated “the message is that we are going to bring all the innovations of our organized crime and drug war cases to the fight against white-collar criminals.”\textsuperscript{15} Federal prosecutors’ use of aggressive investigative techniques in white collar cases will help them establish elements of historically difficult cases, and help to decrease their reliance on whistleblowers.\textsuperscript{16}

\textbf{§ 112:14 Practicalities of interacting with federal authorities}

In the wake of the 2008 financial crisis, a wide array of prosecutors and regulators are investigating and prosecuting white collar crime. However, white collar cases continue to most frequently involve the DOJ working collaboratively with the SEC. White collar criminal defense practitioners should be sensitive to the considerations that accompany interactions with federal authorities, particularly the unique strategic issues when faced with parallel proceedings and the question of corporate voluntary disclosure.

\textbf{§ 112:15 Practicalities of interacting with federal authorities—Parallel civil/criminal proceedings}

More than 40 years ago, the Supreme Court recognized the

\begin{quote}
\end{quote}

\begin{quote}
\end{quote}

\begin{quote}
\end{quote}

\begin{quote}
\end{quote}
federal government’s power to conduct simultaneous civil and criminal investigations, provided that the government does not act in bad faith.\(^1\) In recognition of this principle, the U.S. Court of Appeals for the Ninth Circuit recently held that information provided to the SEC could be used in either criminal or civil proceedings brought by either the SEC or another government agency. The Ninth Circuit held that there is “nothing improper about the government undertaking simultaneous criminal and civil investigations.”\(^2\) The court also noted that, although the government may not affirmatively mislead witnesses, the SEC had no affirmative duty to inform witnesses of an existing or contemplated criminal investigation.\(^3\) Because parallel proceedings may arise in a government investigation of almost any commercial transaction in which allegations of fraud have been made, counsel representing a client in an investigation involving the SEC should carefully consider whether a related criminal investigation may have commenced.\(^4\) In cases where the existence of a criminal investigation is not obvious, counsel might gain more information by asking alleged victims and other witnesses informally or through formal civil discovery.\(^5\)

In recent years, federal prosecutors, state attorneys general, and federal regulatory agencies increasingly have been coordinating their resources to investigate and prosecute white collar claims on parallel tracks.\(^6\) As a result of the recent collapse of the financial and credit markets, a burgeoning number of companies are being confronted simultaneously with multiple shareholder class actions, consumer litigation, SEC investigations, arbitrations, state attorney general investigations, and federal grand jury investigations.\(^7\) When both civil and criminal cases progress simultaneously against the same defendant for conduct arising from the same set of facts, the complexity of proceedings can be significantly increased by layers of intertwined


\(^2\)U.S. v. Stringer, 535 F.3d 929 (9th Cir. 2008).

\(^3\)U.S. v. Stringer, 535 F.3d 929 (9th Cir. 2008).

\(^4\)See generally Chapter 69 “Regulatory Litigation with the SEC” (§§ 69:1 et seq.).


policies, procedures, and regulations. Defendants facing parallel proceedings are particularly vulnerable because strategies and decisions that support the defense of one proceeding may compromise the defense of another. As such, in defending parallel proceedings, counsel must develop global defense strategies that co-ordinate the defense of each proceeding with the defense of all others. Therefore, it is imperative that criminal counsel be retained as soon as possible if civil counsel lacks criminal defense experience. Additional discussion on this subject can be found in Chapter 113 “The Interplay Between Commercial Litigation and Criminal Proceedings” (§§ 113:1 et seq.).

In defending parallel proceedings, counsel should evaluate whether it would be beneficial to seek or oppose a stay of one of the proceedings, and under what circumstances courts will be likely to impose a stay. While in a civil case both parties are entitled to broad discovery “regarding any non-privileged matter that is relevant to any party’s claim or defense,” in a criminal case, a defendant is entitled only to discovery “material to preparing the defense [or that] the government intends to use [ ] in its case-in-chief at trial.” Because of these differences in the scope of available discovery, the government may seek a stay of the civil proceeding pending completion of the criminal case in order to limit the pretrial discovery available to the defendant. Depending on the circumstances, however, a defendant may seek

---


13See generally Younger & Moshkovich, Parallel Proceedings in Securities Enforcement Actions: The Growing Trend Against Automatic Grants of Government Requests for Stays of Civil Cases, 3 J. SEC. L., REG. & COMPLIANCE 307 (Oct. 2010), available at http://www.pbwt.com/files/Publication/82e4de3a-40a7-4c45-853a-2c6eeaa4f9ab/Presentation/PublicationAttachment/29259c03-64d3-4626-b979-32405dd886f6/Parallel%20Proceedings%20in%20Securities%20Enforcement%20Actions.pdf. Such stays prevent a defendant from using liberal civil discovery rules to get around narrower criminal discovery rules and obtain evidence to defend against a criminal proceeding. While historically these stays have been routinely granted, more recent cases suggest that courts will scruti-
a stay of the civil proceeding to prevent the government from learning of evidence or information produced in the civil case that it would not have learned without such litigation. While a defendant might oppose a stay of civil proceedings out of a preference for the speedy resolution of both cases, he may find a stay desirable for a variety of reasons, such as avoiding the expense of defending two proceedings, or to avoid the Hobson's Choice of either waiving the Fifth Amendment privilege by testifying, or asserting the privilege at the potential price of a possible adverse inference in the civil case.\(^\text{14}\)

Courts are not constitutionally required to stay regulatory or civil proceedings pending the outcome of a parallel criminal proceeding unless there is “substantial prejudice to the rights of the parties involved.”\(^\text{15}\) Rather, courts have wide discretion to stay civil proceedings, postpone civil discovery, or impose protective orders and conditions “when the interests of justice seem[ ] to require such action, sometimes at the request of the prosecution, . . . sometimes at the request of the defense.”\(^\text{16}\) In deciding whether to grant a stay, courts generally focus on the following factors in balancing the parties’ various competing interests: the extent to which the criminal and noncriminal proceedings overlap; the status of the proceedings, including whether the defendant has been indicted; whether the government entity that has initiated the criminal case is also a party in the civil case; the private interests of the civil plaintiff in proceeding expeditiously weighed against the potential prejudice to the plaintiff as the result of any delay; the private interests of and burden on the defendant, including the extent to which the defendant’s Fifth Amendment rights are implicated; the interests of persons not parties to the civil proceedings; and the interest of the court in the efficient management of cases.\(^\text{17}\)

When defending parallel proceedings, attorneys also must give

\(^{14}\)See generally Younger & Moshkovich, Parallel Proceedings in Securities Enforcement Actions: The Growing Trend Against Automatic Grants of Government Requests for Stays of Civil Cases, 3 J. Sec. L., Reg. & Compliance 307, 308 (Oct. 2010), available at http://www.pbwt.com/files/Publication/82e4de3a-40a7-4c45-853a-2c6ea04f0bb/Presentation/PublicationAttachment/29259c03-64d3-4626-b979-32405dd86c/Parallel%20Proceedings%20in%20Securities%20Enforcement%20Actions.pdf. It should be noted that corporations do not have a U.S. Const. Amend. V privilege against self-incrimination, but their employees and former employees do. When an employee asserts this privilege in a civil or regulatory proceeding, it may result in an adverse inference against the company in that proceeding.


\(^{17}\)Lawrence J. Zweifach & Eric M. Creizman, Defending Parallel Proceed-
consideration to the potential collateral estoppel consequences of a disposition in each of the proceedings. The doctrine of collateral estoppel limits re-litigation of an issue in an action where the identical issue was decided in a prior action; the issue was actually litigated in the prior action; resolution of the issue was essential to a final judgment in the prior action; and the party against whom estoppel is invoked had a full and fair opportunity to litigate the issue in the prior action. Understanding the potential collateral estoppel consequences of a disposition will inform important decisions such as whether to seek a stay of civil litigation, whether to seek a trial date in the near or long term, and whether, when, and on what terms to settle an action.

§ 112:16 Practicalities of interacting with federal authorities—Voluntary disclosure by corporations

When representing corporate clients in white collar criminal matters, it is imperative for counsel to think strategically about whether and when the corporation should voluntarily disclose suspect conduct to prosecutors and regulators. In many instances, a corporate client will have the legal or
practical flexibility to decide whether or not to disclose suspicious activity. In such cases, there are several considerations of which the company should be aware when evaluating how to proceed. For one, if the DOJ independently discovers evidence of suspect conduct, the penalty is likely to be substantially higher than it would have been had voluntary disclosure been made. The DOJ frequently has indicated that it will “give corporations ‘meaningful credit’ for voluntarily disclosing their conduct and cooperating with [DOJ] investigations.” In some cases, “meaningful credit” may mean a Deferred Prosecution Agreement or a Non-Prosecution Agreement, which have recently become mainstays of the DOJ’s efforts to combat corporate crime. “Meaningful credit” also may include such incentives as sentencing credit or a below-Guidelines fine. For a more detailed discussion of Non-Prosecution Agreements and Deferred Prosecution Agreements, see Sections 112:77 and 112:78.

Despite DOJ assurances, however, the benefits of voluntary disclosure can be difficult to predict and quantify, and there have been calls for more certainty and transparency in the process of determining benefits for corporations that voluntarily disclose suspect conduct. In this regard, the DOJ has acknowledged that while “self-reporting and cooperation carry significant incentives . . . [u]ltimately, every case is fact-specific and requires an assessment of the facts and circumstances, as well as the severity of the conduct and the quality of the corporation’s pre-existing compliance program.” Finally, in some cases there may be only a remote chance that the DOJ will discover the suspicious activity in question; in such circumstances, voluntarily disclosing will

---


make a previously improbable government investigation—with all of its attendant costs—all but inevitable.\(^7\)

If the decision to disclose has been made, the tactical issue of when to make that disclosure must be carefully considered. It is crucial for counsel to recognize that a pivotal moment in the representation occurs immediately after a problem has been discovered: a swift and appropriate response to the revelation of potential criminality can lead to a significant increase in credibility with prosecutors and regulators, especially given the DOJ’s increased focus upon effective compliance and ethics programs, including “tone from the top” within corporations.\(^8\) At the same time, the impulse to make potentially premature statements or promises to prosecutors or regulators before a defense strategy has been fully developed and the facts have been explored should be restrained when possible. Counsel should avoid rushing to share information with prosecutors before the basis of that information is established, the context is understood, and the availability of corroboration is ascertained.\(^9\) Deciding when to disclose can therefore be a delicate balance of competing considerations. Until recently, conventional wisdom held that a company should conduct an internal investigation before deciding whether to self-disclose, to enable it to “characterize the wrongdoing and demonstrate good faith and responsibility.”\(^10\) However, Assistant Attorney General Lanny A. Breuer recently has stated that “the corporation should seriously consider seeking the government’s input on the front end of its internal investigation.... [T]he dialogue can be very helpful in ensuring at the outset that the corporation has an effective, cost-effective plan in place to investigate and deal with the problem.”\(^11\)

A recent example of the benefits of voluntary disclosure is the...
case of RAE Systems Inc. A publicly traded U.S. corporation headquartered in San Jose, California, RAE Systems voluntarily disclosed FCPA violations to the DOJ. The voluntary disclosure resulted in a Non-Prosecution Agreement, and the company agreed to pay a $1.7 million criminal penalty to resolve the violations. According to the Non-Prosecution Agreement, RAE Systems “accepted responsibility for violating the internal controls and books and records provisions of the FCPA arising from and related to improper benefits corruptly paid by employees of RAE... [entities] to foreign officials in the PRC.”

On the other hand, there are many cases where it is hard to see the obvious benefit, if any, derived from the corporation’s voluntary disclosure to federal prosecutors. For example, in exchange for the government’s promise not to prosecute under the Antitrust Division’s Amnesty Program, Stolt-Nielsen Limited voluntarily disclosed its role in a criminal antitrust conspiracy. The Antitrust Division threatened to indict the company a year later, however, alleging that Stolt-Nielsen misstated the duration of its participation in the conspiracy. The company moved for an injunction, and the district court found that Stolt-Nielsen had complied with the Non-Prosecution Agreement and enjoined the DOJ from indicting. The Court of Appeals for the Third Circuit reversed this decision, however, holding that the DOJ alone could make the decision not to indict, and, as a result, Stolt-Nielsen was indicted in 2006. It is clear, then, that the voluntary disclosure decision is a crucial decision point for each company and its outside counsel, is not “one size fits all,” and requires a detailed review and analysis of the specific facts and issues facing the corporation.

III. FEDERAL CRIMINAL PROCEDURE

§ 112:17 Federal criminal procedure law

The Federal Rules of Criminal Procedure govern procedure for criminal proceedings in federal courts. Some substantive criminal acts are exclusively federal offenses and must be charged in U.S. District Court. Criminal acts that are offenses under both state and federal laws can be brought in either U.S. District Court or
§ 112:18 Federal criminal procedure law—Pretrial discovery

There are no general constitutional rights to pretrial discovery in criminal cases.¹ Instead, criminal defendants in federal cases are entitled to only those discovery mechanisms available to them under Rule 16 of the Federal Rules of Criminal Procedure.² Pursuant to this rule, the government has a pretrial duty to preserve discovery evidence and to disclose specific categories of evidence in the government’s “possession, custody, or control” that the government intends to produce at trial or which would be material to the preparation of the defense case.³ These categories include: the defendant’s own statements; the defendant’s prior criminal record; certain documents and objects; certain examination and test reports; and the content and bases of expert testimony upon which the government intends to rely.⁴

Unlike civil discovery, criminal discovery is not mandatory and is produced only at the request of the defense. Thus, the government’s right to discovery is contingent upon the defendant’s first requesting disclosure by the government and the government’s compliance with the defendant’s request.⁵ Once the defendant requests discovery, however, the government is entitled to reciprocal production of documents the defendant intends to introduce during his own case-in-chief.⁶

Defense counsel must balance their need for discovery with risks posed by opening the door to discovery to the government. White collar cases frequently require production of a massive amount of documents, including financial data and material particular to a corporation. In order to fully understand such documents, it is often imperative to seek input from all custodians of

---


⁵Fed. R. Crim. P. 16(a)(1).

the documents and those familiar with the nuances of a corpora-
tion's day-to-day business. Because white collar prosecutions are
so document-intensive, defendants often have no choice but to
open the door to reciprocal discovery requests from the govern-
ment and suffer the high price imposed by the Federal Rules of
Criminal Procedure, which require defendants to provide the
government with materials they plan to use in their own cases
in-chief.7

In fact, the Federal Rules of Criminal Procedure impose un-
equal discovery obligations upon defendants and the government.
Rule 16(a)(1)(E) provides that “[u]pon a defendant’s request, the
government must permit the defendant to inspect” documents
that are “within the government’s possession, custody, or control”
and that (1) are material for preparing the defense; (2) the
government intends to use in its case-in-chief; or (3) were
obtained from or belong to the defendant. Because the govern-
ment’s discovery obligation is expressed in the disjunctive, Rule
16 permits the government to potentially bury its “evidence-in-
chief” within its much larger overall discovery instead of identify-
ing it specifically. Conversely, Rule 16 compels the defendant to
disclose items within its possession and items it intends to use in
its case-in-chief. As a result, defendants must mine through often
overwhelming numbers of documents yet deliver to the govern-
ment their own evidence-in-chief in a more coherent format.8

In recent years, rather than resisting defendants’ request for
documents, the government has frequently adopted the opposite
approach—producing a document dump that inundates the de-
fendant with thousands of pages of documents, many of which
are completely irrelevant to the case. Furthermore, the govern-
ment is permitted to producing documents in either hard copy or
electronic format, forcing the defendant to conduct needle-in-a-
haystack searches through boxes of documents.9 Consequently,
white collar defendants often allocate valuable resources to
reviewing documents for the mere benefit of being able to specu-
late which documents the government will use in its case-in-
chief.10

The defendant’s burdensome document review is exacerbated

(“Defendants essentially argue that the Government has failed to comply with
its obligations under Rule 16(a)(1)(C) because it has produced a huge volume of
documents for inspection and copying, somewhere in the range of 200,000 pages
. . . . Defendants’ complaint is that because of the enormity of the production,
they cannot determine which documents were simply material to the prepara-
tion of their defense and which documents the Government intends to use at
trial . . . . The clear language of Rule 16(a)(1), however, does not require the
Government to identify which documents fall in each category—it only requires
the production of documents responsive to any category.”).
by the fact that there are no predetermined timelines governing how far in advance of the trial material must be exchanged.\textsuperscript{11} Strategically, the government often will share this evidence with the defense just before trial, which greatly impedes the defendant's trial preparation. It is not uncommon for the government to delay the production of evidence and reveal it to the defense only a few weeks before trial. While 11th-hour disclosure can hamper any criminal defendant, it is especially prejudicial to white collar criminal defendants who are already forced to review and analyze massive amounts of documents.\textsuperscript{12}

Moreover, the discovery rules do not require the government to disclose witness lists or the statements of any codefendants in advance of trial.\textsuperscript{13} As a result, prosecutors often disclose witness statements just prior to cross-examination, providing the defendant with only a limited time to prepare.\textsuperscript{14} The discovery-intensive nature of white collar criminal cases amplifies the problems created by rules that deprive defendants of early disclosure of information related to witnesses and an opportunity to meaningfully prepare. Although Rule 16 does not govern the timing of discovery requests, Rule 12 of the Federal Rules of Criminal Procedure vests the trial judge with the authority to both set deadlines for filing pretrial discovery motions and schedule motion hearings.\textsuperscript{15} A defendant's failure to make a timely request for discovery constitutes waiver, which can only be overcome by a showing of "good cause."\textsuperscript{16} Additionally, judges can impose sanctions to enforce the government's discovery obligations.\textsuperscript{17}

A white collar defendant is not powerless in dealing with these discovery related issues. For example, in an extremely document intensive case, white collar practitioners often make early demands for the production of documents and do not hesitate to

\begin{flushright}
\textsuperscript{11}\textsuperscript{[D]efendant's principal point is that the government has provided access to such a wealth of undifferentiated material that preparation for trial is impeded rather than advanced.}).
\textsuperscript{12}\textsuperscript{The Justice Project, Expanded Discovery in Criminal Cases: A Policy Review 8 (2007).}
\textsuperscript{13}\textsuperscript{U.S. v. Wilson, 2001 WL 727026, at *1 (S.D. N.Y. 2001) ("denying defense counsel's motion to have Section 3500 material produced two weeks before trial in lieu of the Government's proposal to have the material delivered the Thursday before a witness testifies, while also noting that the Government had produced 225 boxes of documents").
\textsuperscript{14}\textsuperscript{U.S. v. Pearson, 340 F.3d 459, 468 (7th Cir. 2003), cert. granted, judgment vacated on other grounds, 543 U.S. 1097, 125 S. Ct. 1109, 160 L. Ed. 2d 988 (2005).
\textsuperscript{16}\textsuperscript{Fed. R. Crim. P. 12(c).
\textsuperscript{17}\textsuperscript{Fed. R. Crim. P. 12(e).
\textsuperscript{17}\textsuperscript{See Fed. R. Crim. P. 16(d)(2).}
take up the issue with the federal judge if the government is dragging its heels in producing documents. Similarly, if the government adopts the "document dump" approach, white collar counsel can seek the court’s assistance in getting the government to narrow the production or at least direct the defendant to the relevant documents contained therein. At the same time, the white collar defendant, when faced with a government production of potentially millions of pages of documents, can cite the burdensome task of reviewing this material as a basis for seeking a delay in the trial date to permit his counsel to adequately prepare for trial.

§ 112:19  *Brady/Jencks disclosures*

The scope of the government’s obligation to disclose potentially exculpatory information is a central issue in white collar criminal practice. The government is obligated to disclose certain exculpatory evidence pursuant to the Jencks Act\(^1\) and the United States Supreme Court’s decision in *Brady v. Maryland*.\(^2\) Sections 112:20 to 112:21 provide an overview of the government’s *Brady/Jencks* disclosure obligations.

§ 112:20  *Brady/Jencks disclosures—Jencks disclosures*

In 1957, Congress passed the Jencks Act in response to confusion in the lower courts created by *Jencks v. United States*, in which the Supreme Court held that criminal defendants may inspect all reports made by the government about a government witness and relating to the witness’ direct examination.\(^1\) The Jencks Act clarified the scope and timing of the government’s required disclosures. It provided that the government is required to disclose the prior statements of a government witness after the witness testifies at a criminal trial.\(^2\) In 1980, the substance of the Jencks Act was incorporated into Rule 26.2 of the Federal Rules of Criminal Procedure, which provides that “[a]fter a witness other than the defendant has testified on direct examination, the court . . . must order an attorney for the government or the defendant and the defendant’s attorney to produce, for the examination and use of the moving party, any statement of the witness that is in their possession and that relates to the subject matter

[Section 112:19]

\(^1\)18 U.S.C.A. § 3500.


[Section 112:20]


\(^2\)18 U.S.C.A. § 3500(b).
of the witness’s testimony.” Despite its incorporation into the Federal Rules of Criminal Procedure, Congress has never repealed the Jencks Act, and courts and litigants continue to rely on it in dealing with criminal defendants’ discovery motions.

Whether material constitutes a Jencks Act statement is an issue of fact to be determined by the district court. Jencks statements include written statements signed, adopted, or approved by a witness, substantially verbatim and contemporaneously made recordings or transcriptions of the witness’ oral statements, and grand jury testimony. The Jencks Act does not necessarily encompass notes taken by prosecutors or their agents during witness interviews. Some courts have held that notes of a law enforcement agent summarizing witness statements, however, may be subject to the Jencks Act and therefore discoverable if the law enforcement agent testifies at trial.

The government’s obligation to disclose Jencks statements is not an affirmative duty; rather, the defendant must make a request for access to Jencks statements. This is, of course, just a pro forma request that white collar practitioners do early on in every case. The defendant’s request must be timely made and sufficiently precise to identify the particular statements the defendant is seeking. Prior to the witness’ testimony, the district court determines as an issue of fact whether requests for statements are invalid for being overly broad or premature. Under Rule 26.2, the government may challenge a criminal defendant’s request for witness statements. If the government claims the information requested is privileged or does not relate to the subject matter of the witness’ testimony, the district court must conduct an in camera inspection of the disputed material and redact any

---

7 See U.S. v. Brown, 303 F.3d 582, 590, 59 Fed. R. Evid. Serv. 1032 (5th Cir. 2002) (holding that defendant is not entitled to handwritten notes of FBI agent made in preparation of witness interview because type-written reports containing content of interviews were provided).
8 See U.S. v. Welch, 810 F.2d 485, 490-91 (5th Cir. 1987).
9 See U.S. v. Scotti, 47 F.3d 1237, 1250 (2d Cir. 1995) (ordering waiver of Jencks Act discovery because defendant failed to make discovery request until cross-examination).
portions that are privileged, that do not constitute witness’ statements, or that do not relate to the subject matter of the witness’ testimony.\textsuperscript{13} If the government’s failure to comply with a discovery order pursuant to Rule 26.2 results in prejudice for the defendant, the district court may (and under certain circumstances, must) strike the witness’ testimony from the record or “declare a mistrial if justice so requires.”\textsuperscript{14} The government’s failure to disclose Jencks statements prejudices the defendant if the statements deviate from the witness’ testimony or other available evidence. The Jencks Act has been interpreted to provide district courts with broad discretion as to whether to impose these sanctions and which sanction is consistent with the fair administration of justice.\textsuperscript{15} Accordingly, if the government belatedly produces Jencks statements during the trial without prejudicing the defendant, the court will craft a remedy to address the harm caused without striking testimony or ordering a new trial.\textsuperscript{16} In fact, in most cases, if nondisclosure is the result of negligence or inadvertence, if there is no bad faith on the part of the government, or if there is no prejudice to the defendant, sanctions generally are not imposed.\textsuperscript{17} Thus, despite the mandates of Rule 26.2, courts typically reserve the harsh sanctions of striking testimony or ordering a mistrial for the rare cases in which the government has deliberately decided not to produce witness statements or the prejudice to the defendant is too high to overcome with any remedial measures.\textsuperscript{18} District courts are without authority to order disclosure of Jencks statements prior to witness testimony.\textsuperscript{19} Nevertheless, district courts frequently encourage prosecutors to disclose wit-

\textsuperscript{13}See Fed. R. Crim. P. 26.2(c).
\textsuperscript{14}See Fed. R. Crim. P. 26.2(e).
\textsuperscript{16}See, e.g., U.S. v. Wables, 731 F.2d 440, 445-48, 15 Fed. R. Evid. Serv. 394 (7th Cir. 1984) and cases cited therein.
\textsuperscript{17}See, e.g., U.S. v. Sanchez, 635 F.2d 47, 66 (2d Cir. 1980) (“As to the notes Perdomo gave to Crawford in 1978, which were lost by him in January 1979, when his car was stolen, the district court correctly declined to impose sanctions against the government since the loss was inadvertent.”); Taylor, 13 F.3d at 990 (“The court ordered the government to provide the statements to the defendants and gave the defendants the opportunity to recall and cross examine both witnesses. Such a remedy cures any possible prejudice the defendant might otherwise suffer from a tardy Jencks disclosure.”).
\textsuperscript{18}See Taylor, 13 F.3d at 990 (“The District Court is limited to these harsh remedies of subsection (d) only when the government ‘elects’ not to comply; in other words, only when the government intentionally or consciously chooses to ignore the disclosure requirements under the statute. When there is no bad faith or motive to suppress, and when any prejudice is curable at trial, the government has not ‘elected not to comply’ and subsection (d) does not control.”).
\textsuperscript{19}See, e.g., In re U.S., 834 F.2d 283, 287 (2d Cir. 1987) (“as to the district
ness statements in advance of trial. Production of witness statements after the witness' testimony can be very prejudicial to criminal defendants because it diminishes defense counsel's ability to cross-examine and may result in needless delays at trial.

Rule 26.2 and the Jencks Act attempt to remedy the prejudice problem by permitting the district court to recess the proceedings to allow time for a party to examine the statement and prepare to use it. Criminal defendants remain at a disadvantage, however, because courts may not provide defense counsel sufficient time to thoroughly review Jencks Act material and assimilate it into cross-examination. Even more problematic is the fact that courts, in their discretion, may determine that a recess is not warranted at all. Such late disclosure is particularly burdensome for white collar defendants who typically confront especially voluminous or complex material.

Moreover, late disclosure of one witness' Jencks statements undermines defense counsel’s ability to prepare for other witnesses’ testimony at trial. The testimony of one government witness is often relevant to the testimony of other government witnesses in a criminal case. If defense counsel cannot obtain access to one witness’ Jencks statements until after that witness testifies, she cannot use Jencks material from that witness to cross-examine other witnesses. Instead, defense counsel is frequently forced to re-call government witnesses, which lengthens trial and may prejudice the defense as it is perceived by the jury.

To address this problem, white collar practitioners typically keep up the drumbeat over time of demanding the production of potentially exculpatory material in the government’s possession. By repeatedly and consistently seeking the production of Jencks statements, the white collar defendant puts the government on notice of the demand and can put the government in an uncomfortable position with the district court if any such material is produced late in the case or even during trial. As such, this can assist in the defense of the case as district court judges may be willing to delay the trial or, in extreme cases, place limitations on the government’s case to address the government’s missteps in producing Jencks statements. However, only repeated demands by white collar counsel for such exculpatory material can make this remotely possible.

§ 112:21  *Brady*/Jencks disclosures—*Brady* material

The government’s disclosure obligations are further governed by the Supreme Court’s decision in *Brady v. Maryland* and
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