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Introduction
The March 2016 U.S. Depart-

ment of Justice (“DOJ”) settlement 
with Olympus Corp. of the Americas1 
underscores the overlapping risks for 
companies under the Anti-Kickback 
Statute (“AKS”),2 the False Claims 
Act (“FCA”),3 and the Foreign Cor-
rupt Practices Act (“FCPA”).4 Because 
physicians and other healthcare practi-
tioners are government employees in 
many countries (and therefore may be 
considered foreign officials for purposes 
of the FCPA),5 FCPA enforcement 
against drug and device companies and 
healthcare providers operating abroad 
often resembles AKS enforcement at 
home.6 As Principal Deputy Assistant 
Attorney General David Bitkower 
stated in the DOJ press release 
announcing the Olympus settlement, 
“The FCPA resolution announced 
today demonstrates the department’s 
commitment to ensuring the integrity 
of the health-care equipment market, 
regardless whether the illegal bribes occur 
in the U.S. or abroad.”7 

Like Olympus, many drug and 
device makers and healthcare providers 
(e.g., clinical networks and physician 
systems) (collectively, “healthcare 
companies”) that operate both in the 
United States and abroad have entered 
into Corporate Integrity Agreements 

(“CIAs”) with the Department of 
Health and Human Services’ Office 
of Inspector General (“OIG”) that 
impose staggering compliance-related 
costs in connection with settlements of 
fraud allegations and cases committed 
by domestic operations. For companies 
that are operating under a CIA, wind-
ing down their time under a CIA, or 
simply looking to CIAs imposed on 
other companies for guidance, the con-
trols imposed by the OIG in various 
cases may serve as useful guideposts 
for enhancing a global anti-corruption 
compliance program. But healthcare 
companies with overseas operations — 
and potential FCPA exposure — need 
not export every CIA-imposed com-
pliance control to their foreign 
subsidiaries or operating entities in 
order to implement an effective global 
anti-corruption compliance program. 

To the contrary, the DOJ and 
the U.S. Securities and Exchange 
Commission (“SEC”) — and foreign 
regulators — have admonished that 
companies should adopt risk-based 
FCPA compliance programs with 
certain core elements. Because CIA-
imposed obligations often go much 
further than the core compliance ele-
ments recommended by the DOJ and 
the SEC — and also may not match a 
company’s risk profile overseas — a 
full-scale export of a company’s CIA-
imposed obligations is unlikely to be 
necessary or practical. 

For healthcare companies with 
expanding overseas operations, it is 
critical to identify the right combina-
tion of risk-based controls to mitigate 
corruption risks abroad without bur-
dening their business with unnecessary 
restrictions. With an eye toward rec-
onciling CIA-based requirements with 

U.S. regulators’ expectations regarding 
global anti-corruption compliance pro-
grams, this article reviews U.S. fraud 
and abuse compliance practices — 
including a few controls imposed by 
CIAs — that may assist companies in 
tailoring their foreign anti-corruption 
compliance programs to better detect, 
prevent, and remediate corruption 
issues abroad. Further, this article dis-
cusses certain CIA-imposed controls 
that may be unworkable, unwise, or 
even unlawful overseas. 

A Comparison of the 
Elements of the AKS and 
the FCPA8

The AKS prohibits, among other 
things, healthcare companies from 
“knowingly and willfully” offering or 
paying “remuneration,” directly or 
indirectly, to induce patient referrals, 
reward a referral source, or generate 
business involving any item or service 
payable by federal healthcare pro-
grams.9 Because the AKS is tied to 
items or services “for which payment 
may be made in whole or in part 
under a Federal health care pro-
gram,”10 the AKS does not generally 
apply to companies’ overseas payment 
practices.

The FCPA’s anti-bribery provi-
sions, by contrast, focus on payments 
or offers to “any foreign official,” “any 
foreign political party or official 
thereof,” “any candidate for foreign 
political office,” or any other person, 
while knowing that the payment will 
be offered, given, or promised to an 
individual included within one of 
these three categories.11 Whereas 
jurisdiction under the AKS is tied to 
federal healthcare program business, 
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the FCPA’s anti-bribery provisions 
extend to issuers, domestic concerns, 
and anyone who takes an act in fur-
therance of corrupt payment within 
U.S. territory.12 

Despite these differences, the 
AKS and FCPA have elements that 
overlap significantly. The table below 
describes the commonalities between 
the two anti-corruption statutes:

“Best” Practices and 
Overlapping AKS and 
FCPA Compliance Controls

Given the overlap between the 
conduct proscribed by the AKS and 
the anti-bribery provisions of the 
FCPA, a company’s domestic U.S. 
healthcare fraud and abuse compli-
ance program is a natural starting 

point for U.S. healthcare companies 
that are expanding their overseas 
operations or enhancing their global 
anti-corruption compliance controls. 
In both the AKS and FCPA context, 
U.S. regulators have recognized sev-
eral core compliance elements that 
an effective compliance program 
must incorporate to address several 
key risk areas. 

AKS Elements13 FCPA Elements14

Knowingly and Willfully. The government must estab-
lish that that the defendant “acted with an 
evil-meaning mind, that is to say, that he acted with 
knowledge that his conduct was unlawful.”15 Section 
6402(f)(2) of the Patient Protection and Affordable 
Care Act of 2010 specifies, however, that a person 
“need not have actual knowledge of [the AKS] or 
specific intent to” violate the AKS.16 

Corruptly (and, for Individuals, Willfully). Like the 
AKS, the FCPA requires a heightened mens rea show-
ing. To establish that a defendant acted “corruptly,” the 
government must show “a bad or wrongful purpose and 
an intent to influence a foreign official to misuse his 
official position.”17 To hold an individual criminally 
liable, the government also must show that the defen-
dant acted willfully.18

Offer or Pay (or Solicit or Receive). The AKS applies 
both to those who offer or pay remuneration for referrals 
and to those who solicit or receive such remuneration.19

Offer, Pay, Promise to Pay, or Authorize Payment Of. 
The FCPA, unlike the AKS (and the U.K. Bribery 
Act),20 does not apply to so-called “passive corruption,” a 
term of art used to describe the act of receiving a bribe.21

Remuneration. By statute, “remuneration” “includ[es] 
any kickback, bribe, or rebate…in cash or in kind.”22 
According to the OIG, the term remuneration 
encompasses a broad swath of payments, including  
“[e]ntertainment, recreation, travel, meals,…[g]ifts, 
gratuities, and other business courtesies,” as well as 
compensation for consulting, speaking, clinical research, 
market research, medical directorships, and other 
services.23 In accordance with Congress’s directive in the 
AKS,24 however, the Secretary of HHS has promulgated 
more than two dozen safe harbors that exempt certain 
categories of “payment practice[s]” from the definition 
of “remuneration.”25 There is no safe harbor for de mini-
mis payments. 

Anything of Value. The FCPA does not define the 
phrase “anything of value,” and the statute’s legislative 
history offers no insight. Nevertheless, the phrase is 
generally understood to include cash, gifts, meals, travel, 
entertainment, charitable contributions, and political 
donations.26 Although there is no exception for things of 
de minimis value, the DOJ and the SEC have acknowl-
edged that such things are “unlikely to improperly 
influence an official.”27

Directly or Indirectly. The AKS applies not only to 
schemes involving direct remuneration, but also to situa-
tions in which a defendant channels payments through 
an agent or other third party.28

Directly or Indirectly. The FCPA prohibits offering, 
giving, or authorizing the gift of anything of value to 
“any person, while knowing that all or a portion of 
such…thing of value will be offered, given, or promised 
directly or indirectly to any foreign official.”29 
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As explained below, certain com-
pliance controls keyed to domestic 
U.S. fraud and abuse risks may be 
practicable and appropriate to miti-
gate foreign anti-corruption risks. 
Similarly, CIA-imposed controls may 
provide companies with a helpful 
framework for evaluating and enhanc-
ing a global anti-corruption program. 
Many CIA-imposed controls, how-
ever, overreach the DOJ’s and the 
SEC’s expectations for global anti-
corruption compliance measures. The 
challenge for any company that is 
operating, or has operated, under a 
CIA (or is looking to CIAs imposed 
on other companies for guidance) is 
determining which CIA-imposed 
controls may be effectively imple-
mented abroad to mitigate FCPA 
exposure, while ensuring that any 
such controls are commensurate with 
the company’s risks.40

Core Compliance Functions 

In various AKS- and FCPA-
related guidance documents, the DOJ, 

the SEC, and the OIG have advised 
that a company’s anti-corruption 
compliance program, whether domes-
tic or global in nature, should include 
several critical pillars: 

• Compliance leadership and
oversight;

• Policies and procedures;

• Communications and training;

• Internal reporting and
investigation;

• Evaluation of third parties (e.g.,
agents, consultants, distributors,
joint venture partners, and merger
or acquisition targets) and related
payments;

• Auditing, monitoring, and risk
assessment; and

• Discipline and remediation.41

These core elements of a compli-
ance program also appear in the 
standard terms that the DOJ requires 
companies to accept when they 

resolve an FCPA enforcement action. 
Indeed, the DOJ routinely demands, 
as a condition of settlement, that 
companies implement the following 
pillars of a compliance program:

• High-level commitment to
compliance;

• Policies and procedures addressing
specified risk areas and financial
and accounting controls;

• Periodic risk assessments;

• Senior-level responsibility for the
compliance program;

• Training and guidance;

• Internal reporting and
investigation;

• Enforcement and discipline;

• Due diligence and compliance
requirements relating to third-party
relationships;

• Policies and procedures for mergers
and acquisitions; and

• Monitoring and testing.42

continued on page 28

To Induce (or in Return for) Referrals. The AKS impli-
cates payments or offers made to induce — or in return 
for — referring an individual for the furnishing or 
arranging of any item or service for which payment may 
be made under a federal healthcare program. Further, the 
AKS applies to offers or payments of remuneration “in 
return for purchasing, leasing, ordering, or arranging for 
or recommending the purchase, lease, or ordering of any 
item or service reimbursable in whole or part by a federal 
healthcare program.”30 

Several courts have indicated that the statute applies 
where just one purpose of the remuneration was to 
secure federal healthcare program business.31 But certain 
courts have indicated that the government must show 
that the remuneration was offered in exchange for the 
referrals (i.e., as a quid pro quo).32 This is consistent with 
the AKS provision that proscribes solicitation or receipt 
of remuneration “in return for” referrals.33

To Obtain or Retain Business. Although the FCPA does 
not define this element, the legislative history indicates 
that obtaining or retaining business means more than 
just securing contracts.34 In a seminal opinion on the 
FCPA’s business purpose element, the Fifth Circuit held 
that the government must show that the “bribery was 
intended to produce an effect…that would assist [the 
defendant] in obtaining or retaining business.”35 
According to the DOJ and the SEC, this may include 
“[w]inning a contract, [i]nfluencing the procurement 
process, [c]ircumventing the rules for importation of 
products, [g]aining access to non-public tender informa-
tion, [e]vading taxes or penalties, [i]nfluencing the 
adjudication of lawsuits or enforcement actions,  
[o]btaining exceptions to regulations, and [a]voiding
contract termination.”36 Notably, the statute proscribes
offers and payments to assist in obtaining or retaining
business with “any person” (not just business with a
government entity).37

Exceptions and Safe Harbors. The AKS includes ten 
statutory exceptions, and, as noted above, the Secretary 
of HHS has promulgated regulatory safe harbors that 
carve out particular remunerative relationships from the 
statute’s reach.38 

Exception and Affirmative Defenses. The FCPA, by 
contrast, has just one statutory exception — for facilitat-
ing payments made to expedite or secure routine 
governmental action — and two affirmative defenses.39
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These high-level  e lements 
(derived from DOJ, SEC, and OIG 
guidance and the terms of FCPA reso-
lutions) are the core pillars of an 
FCPA- or AKS-focused compliance 
program.43 However, U.S. regulators 
generally recognize that companies 
must tailor their compliance programs 
to their “specific needs, risks, and 
challenges,” focusing on, among other 
factors, the territories in which they 
operate, the size and scope of their 
operations, and their business mod-
els.44 Because they recognize that 
compliance programs should be tai-
lored to a company’s specific risks, 
U.S. regulators (with the notable 
exception of the OIG) rarely pre-
scribe specific compliance controls 
that companies can implement to 
operationalize the high-level elements 
of an effective compliance program. 
Thus, to flesh out the fundamental 
elements of a global anti-corruption 
compliance program with practicable, 
pragmatic internal controls, U.S. 
healthcare companies generally must 
look elsewhere for guidance.45 

Risk-Based Compliance 
Controls

As detailed below, there are 
several critical areas of risk that 
healthcare companies must address to 
comply with the AKS and the FCPA. 
Some CIA-imposed controls may aid 
companies in addressing these risks, 
but many lack the risk-based, tailored 
approach that the DOJ and the SEC 
expect with respect to FCPA-focused 
compliance programs. Further, some 
CIA-mandated controls may be 
impractical or even illegal overseas. 

Sales and Marketing 

Interaction with healthcare pro-
fessionals presents substantial risk 
for healthcare companies, as evi-
denced by numerous AKS and FCA 
enforcement actions targeting con-
duct related to the provision of gifts 
and hospitality, rebates and discounts, 

and free or discounted products. 
Given the connection between many 
healthcare professionals and state-
owned or state-controlled entities 
abroad, the same type of behavior 
can create exposure under the FCPA’s 
anti-bribery provisions.

For example, in March 2016, 
Olympus resolved criminal and civil 
claims under the AKS, the FCA, and 
state false claims statutes for more 
than $623 million; the enforcement 
action included allegations that 
Olympus personnel provided kick-
backs to doctors and hospitals in the 
form of foreign travel, expensive 
meals, recreation and leisure activ-
ities, as well as access to free use 
of hundreds of thousands of dollars’ 
worth of endoscopes and other 
medical equipment.46 Notably, the 
company’s Miami-based subsidiary 
separately agreed to pay $22.8 million 
to settle alleged criminal FCPA viola-
tions for behavior in Latin America 
that, according to Principal Deputy 
Assistant Attorney General David 
Bitkower, “mirrored Olympus’s con-
duct in the United States.”47 

As part of its resolution, Olym-
pus — like many other healthcare 
companies targeted for alleged AKS 
violations — entered into a CIA with 
the OIG.48 Among other controls 
relating to Olympus’s sales and mar-
keting activities, the CIA required 
Olympus to:

• Secure annual compliance certifica-
tions (with specified language)
from certain business personnel;

• Conduct training for sales represen-
tatives (among others);

• Implement policies governing:

—the “review and approval of
travel and related expenses” for
healthcare professionals;

—the “identification and tracking
of medical and surgical equip-
ment and products” provided for

“demonstration or evaluation,” 
“medical education,” “replacement” 
of products requiring repair, and 
“trade shows and conference 
displays”; 

—the information distributed by 
sales representatives and through 
social media; and

—compensation for sales represen-
tatives and their managers (to 
eliminate “financial incentives 
[that] inappropriately motivate 
such individuals”);

• Establish a “Field Force Monitoring
Program…to evaluate and monitor
its sales personnel’s interactions”
with healthcare professionals by,
among other measures, requiring
compliance personnel to conduct
annually at least 25 “full day ride-
alongs with sales representatives”
and prepare written reports regard-
ing those observations; and

• Implement a plan to periodically
review sales records (e.g., sales rep-
resentatives’ “emails and other
records,” travel and expense
reports, communications from
managers, and call notes) from
all regions where government- 
reimbursed products are sold).49

Although each CIA’s provisions 
generally are tailored to address the 
particular conduct at issue in the 
underlying enforcement action, other 
companies’ CIAs include similar con-
trols (and, in some instances, controls 
even more prescriptive than those in 
the Olympus agreement).50 

Depending on a healthcare compa-
ny’s particular risks overseas, some of 
these controls may be prudent and 
practicable. Indeed, some are consistent 
with recommendations in the DOJ and 
SEC FCPA Resource Guide. For exam-
ple, the DOJ and the SEC counseled 
that companies should have means to 
“ensure that relevant policies and pro-
cedures have been communicated 
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throughout the organization, including 
through periodic training and certifica-
tion for all directors, officers, [and] 
relevant employees.”51 Further, the DOJ 
and the SEC advised that companies 
should adopt a risk-based set of policies 
and procedures, after assessing factors 
such as “the nature and extent of trans-
actions with foreign governments, 
including payments to foreign officials; 
use of third parties; gifts, travel, and 
entertainment expenses; charitable and 
political donations; and facilitating and 
expediting payments.”52 

But companies looking to the 
Olympus CIA for guidance as to spe-
cific compliance controls will find 
that some cannot be implemented 
overseas without encountering legal 
and practical obstacles. For example, 
the periodic, targeted review of e-mail 
correspondence, call notes, expense 
reports, and/or other records from per-
sonnel in the United States may be 
appropriate to address domestic fraud 
and abuse risks. But undertaking these 
measures anywhere overseas — let 
alone in every region — may be dispro-
portionate to companies’ varying risks 
in different countries (not to mention 
prohibitively expensive).53 Similarly, 
companies may well question the wis-
dom of devoting significant resources 
to having compliance personnel con-
duct observational “ride-alongs” with 
foreign sales personnel.54 

More fundamentally, efforts to 
implement in-person observations and 
record reviews may violate interna-
tional data privacy laws and/or other 
worker protections.55 For example, 
countries that, like Germany, have 
strong works council provisions may 
circumscribe companies’ ability to col-
lect and review e-mail and other 
electronic documents.56 Similarly, to 
the extent a compliance department is 
headquartered in the United States, 
data privacy laws may limit the ability 
of compliance personnel to review 
e-mail communications and other
records from overseas.57 In light of
these concerns, companies seek-
ing to enhance their international

compliance programs might consider 
a more responsive yet still active 
approach in which they concentrate 
oversight efforts in particularly risky 
geographic regions and other areas 
flagged through reports to the compa-
nies’ legal or compliance departments. 

Third-Party Agents, Consultants, 
Distributors, and Joint-Venture 
Partners 

Both the AKS and the FCPA’s 
anti-bribery provisions encompass 
direct and indirect corrupt payments. 
Accordingly, financial relationships 
with third-party agents, consultants, 
distributors, and joint-venture part-
ners present another key risk area for 
healthcare companies both in the 
U.S. and abroad. These relationships 
primarily raise two types of risk: (1) a 
third party may channel payments to 
a foreign official or U.S. healthcare 
professional in an effort to drive sales 
on behalf of the company, and (2) if a 
third-party agent or consultant is 
himself or herself a foreign official or 
a person with the power to prescribe 
or recommend services or products 
covered by federal healthcare pro-
grams, then payments to the third 
party may be suspect. 

In addition to appropriate vetting 
of third parties to confirm that they 
are exclusion-free, companies seeking 
to comply with domestic fraud and 
abuse laws should assess the legiti-
macy of third-party payments in 
connection with advisory boards, 
consulting initiatives, and speakers’ 
programs. Failing to structure any such 
relationship so that it falls within the 
AKS’s personal service safe harbor 
may have serious consequences.58 In 
2015, for example, Japanese pharma-
ceutical company Daiichi Sankyo paid 
$39 million to settle off-label promo-
tion claims and allegations that it 
provided kickbacks in the form of 
speaker fees and expensive dinners to 
physicians participating in its Physi-
cian Organization and Discussion 
programs, or “PODs” — even when 
physicians spoke only to staff in their 

own offices.59 Other blockbuster FCA 
and AKS settlements also have addressed 
allegedly improper speaker and other 
consultant-related activities. The U.S. 
government’s $3 billion settlement in 
2012 with GlaxoSmithKline (“GSK”) 
included allegations that GSK paid 
millions of dollars to healthcare pro-
fessionals to speak at or attend 
sponsored dinner programs and similar 
promotional activities.60 

The risks arising out of joint ven-
ture and similar agreements in the 
AKS context primarily revolve around 
the purported use of joint ventures to 
improperly induce referrals. In 2014, 
for example, the DOJ alleged that 
between 2005 and 2014 DaVita 
Healthcare Partners Inc. identified 
physicians and physician groups that 
were likely to refer patients to DaVita’s 
dialysis practices.61 According to the 
DOJ, DaVita then offered specific phy-
sicians an opportunity to take part in a 
joint venture in a dialysis unit, while 
allegedly manipulating financial mod-
els to decrease the physicians’ buy-in 
cost and increase their rate of return 
to disproportionate levels.62 

In the FCPA context, U.S. regula-
tors focus not only on excessive 
compensation for third-party consul-
tants who are themselves foreign 
officials63 but also on payments to 
third parties who serve as conduits for 
improper payments to other state-
owned or state-controlled entities down 
the line.64 In 2015, Mead Johnson 
Nutrition Company, for example, 
agreed to pay $12 million to the SEC to 
settle allegations that its Chinese subsid-
iary made improper payments to 
healthcare professionals at government-
owned hospitals through “distributor 
allowance” funds in exchange for prod-
uct recommendations to patients.65 The 
SEC alleged that, even though these 
funds contractually belonged to the 
third-party distributors who marketed, 
sold, and distributed the company’s 
products in China, employees of the 
Chinese subsidiary retained some con-
trol over the manner in which those 
funds were spent.66
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Although U.S. regulators have 
not apparently brought an enforce-
ment action in which a joint venture 
or investment agreement executed by 
a healthcare company led to liability 
under the FCPA, U.S. authorities 
have brought enforcement actions 
against companies that failed to exer-
cise sufficient control over joint 
venture partners that engaged in 
improper conduct.67 

Overlapping domestic and foreign 
risks counsel in favor of efforts to 
implement third-party due diligence, 
training, contracting, monitoring, and, 
as appropriate, auditing controls. U.S. 
regulators, including the DOJ, the 
SEC, and the OIG, have demanded 
as much.68 Notably, CIAs like those 
involving Daiichi Sankyo and GSK 
include an array of controls relating to 
payments to third parties. In addition 
to provisions mandating general poli-
cies and procedures regarding consul-
tant and fee-for-service arrangements 
with healthcare professionals and 
institutions, these CIAs require com-
panies to:

• Conduct speaker and consultant
training;

• Execute written contractual agree-
ments with third parties describing
the scope of work to be performed,
fees to be paid, and any relevant
compliance-related obligations;

• Pay fair market value for these ser-
vices according to a centrally
managed, pre-set rate structure;

• Maintain centralized systems track-
ing all speaker and consultant
engagements that include partici-
pant eligibility and qualifications
and “controls designed to ensure
that…[the] programs are used for
legitimate and lawful purposes”;

• Develop annual engagement plans
articulating a budget and relevant
business rationale for the sought-
after services and to conduct

prospective “needs assessments” 
outlining the number and qualifica-
tions of consultants to be engaged 
and the type of work to be per-
formed; and 

• Implement consultant and speaker
“monitoring programs” under
which the company must review
documentation supporting contrac-
tual arrangements and related
consultant work and/or conduct
independent reviews of certain
speaker programs — including live
audits of the speaking engage-
ments, materials presented, and
even sales representative activities
during the program.69

Similarly, DaVita’s CIA illustrates 
some steps that companies may wish 
to consider taking to ensure that joint 
venture partnerships do not result in 
improper remunerative relationships. 
For example, the CIA requires DaVita 
to:

• Train all of its joint venture partners
on DaVita’s corporate compliance
program and the elements of its
CIA;70 and

• Develop “Selection Criteria” for any
joint venture agreement, which cri-
teria “must relate to a Health Care
Provider’s eligibility and ability to
perform the functions required in
connection with each such type of
[agreement], and shall not include
a Health Care Provider’s ability to
refer patients to DaVita.”71

Some of these CIA-imposed 
controls are commensurate with 
those that the DOJ and the SEC 
expect in the context of FCPA 
enforcement. For example, the DOJ 
and the SEC emphasize the impor-
tance of conducting appropriate due 
diligence to understand the “qualifi-
cations and associations” of potential 
third-party partners, articulating the 
business rationale supporting said 
third-party involvement, and reflect-
ing the same in written contracts 

and other documentation.72 Given 
the FCPA’s expansive knowledge 
standards, implementing standard-
ized due diligence controls (and 
documenting due diligence) at the 
front end can bolster later arguments 
that a company did not blind itself 
to improper third-party behavior.73 

However, other controls from 
Daiichi Sankyo and GSK CIAs are 
not well suited to a risk-based global 
anti-corruption compliance program. 
For instance, a centrally managed, pre-
set rate structure for third-party agents 
and consultants is likely to be imprac-
ticable for a company that operates in 
many different territories worldwide. 
Similarly, CIA-imposed in-person 
observations and/or reviews of speaker 
and consultant activities can be resource-
intensive — and may raise concerns 
regarding the worker protections dis-
cussed above. 

Instead of in-person observations 
or reviews, companies may consider 
more discerning, risk-based controls to 
“undertake some form of ongoing mon-
itoring of third-party relationships” in 
accordance with the DOJ’s and the 
SEC’s recommendation.74 For example, 
companies may require certifications, 
in which third parties confirm their 
commitment and adherence to applica-
ble compliance programs and lawful 
business practices.75 Companies also 
should consider exercising contractual 
audit rights to evaluate the activities of 
high-risk third parties.76 Companies 
may explore measures to monitor 
particularly high-risk subsidiaries, 
affiliates, product lines, markets, and/
or categories of third-party engage-
ments. Educating personnel on 
common corruption “red flags” also is 
commensurate with a more targeted 
approach to FCPA compliance.77 

However, as the DaVita CIA rec-
ognizes, a company may not be able 
to secure the contractual right to 
require joint venture partners to 
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undergo training,78 and requiring all 
joint venture partners to undergo 
compliance training may not be com-
mensurate with a particular company’s 
risks. Depending on a company’s level 
of control over a joint venture, the 
FCPA may only require the company 
to take reasonable, good faith steps to 
impose compliance controls.79

Research and Development

A company’s research and devel-
opment initiatives often involve a 
variety of participants, including con-
tract research organizations (“CROs”), 
individual clinical investigators, and 
U.S. and foreign regulators. Health-
care companies should implement 
compliance controls related to their 
clinical research funding.80 

Recent AKS enforcement actions 
have addressed alleged kickbacks 
disguised as research and development 
efforts. The Olympus settlement dis-
cussed above, for instance, involved 
allegations that the company improp-
erly awarded millions of dollars through 
a “Grant Committee” composed primar-
ily of sales and marketing personnel.81 
According to the DOJ, the Committee 
considered sales and customer relations 
when making the awards and delayed 
the provision of a grant until after the 
recipient agreed to purchase Olympus 
equipment.82 

Because healthcare professionals 
participating in research and develop-
ment initiatives abroad may be linked 
to state-owned or state-controlled enti-
ties, these types of arrangements can 
also create liability under the FCPA. 
Pharmaceutical company Novartis 
AG, for instance, agreed in March 
2016 to pay $25 million to settle SEC 
charges regarding allegedly improper 
payments via its China-based sub-
sidiary to healthcare professionals 
for patient data studies.83 The SEC 
alleged that senior sales and market-
ing personnel participated in the 
design and execution of the patient 
studies, which purportedly were used 
to reward healthcare professionals for 
prescribing the company’s drugs.84

To address this area of risk, CIAs 
like Olympus’s contain provisions 
keyed to clinical research and medical 
grants, including requirements that 
the company:

• Establish policies governing:

—“sponsorship or funding of
grants”85 and “sponsorship of post-
marketing clinical trials,
post-marketing [investigator- 
initiated studies], and all other
post-marketing studies of Govern-
ment Reimbursed Products…
including the decision to provide
financial or other support for
Research; the manner in which
Research support is provided; the
publication of information about
the Research…[and] uses made of
publications relating to Research”;

—the process through which
research is “initiated, designed,
reviewed, and approved by the
medical and research and develop-
ment organizations of [the
company,]” including insulation
from commercial or sales and mar-
keting personnel;

—the requirement that “all
Research and any resulting publica-
tions address legitimate scientific
questions or needs, and are
intended to foster increased under-
standing of scientific, clinical, or
medical issues”;86 and

—related disclosure requirements;87

• Execute written contractual agree-
ments describing the scope of work
to be performed, payment at fair
market value, and other compli-
ance-related responsibilities;88

• Confirm, in advance of retention,
that the proposed participants are
“appropriately qualified to perform”
the services and that “there is a
legitimate business or scientific
need” for the service;89

• Process requests through a central-
ized management system separate
from sales and marketing using
“standardized, objective criteria…

[such as] the qualifications of the 
requestor or the quality of the pro-
gram funded”;90 and

• Periodically review and/or audit
supporting documentation for
research and other initiatives.91

These CIA-imposed controls over-
lap significantly with the third-party 
due diligence, contracting, and docu-
mentation procedures that, as discussed 
above, are key features of an effective 
FCPA compliance program. Indeed, 
the DOJ and the SEC expect that 
companies will ensure that they under-
stand the qualifications and reputation 
of potential third-party partners and 
articulate the business need for engag-
ing third parties.92 This guidance 
applies equally to a company’s research 
and development initiatives. Prudent 
healthcare companies also should seek 
to segregate clinical research functions 
from sales and marketing personnel 
and outline objective criteria guiding 
review of grant or research requests.93 
In keeping with the DOJ and the 
SEC’s suggestion that companies con-
sider the applicable “payment terms,”94 
healthcare companies operating over-
seas should ensure that they implement 
risk-based controls that avoid ties 
between research funding and the 
recipient’s utilization of the funder’s 
products or services.95 

For practical reasons, however, 
companies may not be able to imple-
ment centralized management systems 
to evaluate all research funding 
requests across the globe. For example, 
a centralized review and approval 
committee may lack the breadth and 
depth of expertise to assess the qualifi-
cations of clinical investigators and 
scientific researchers from multiple 
countries. As to monitoring and audit-
ing controls, the DOJ and the SEC 
have recognized that companies 
should focus their monitoring and 
auditing efforts on higher-risk opera-
tions and locations.96 While periodic 
reviews and audits are a good practice, 
companies should balance the risks 
associated with their research and 
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development activities against the 
costs related to monitoring and audit-
ing activities. 

Conclusion
Although not all domestic com-

pliance measures are appropriate 
for export — including some imposed 
under CIAs — many elements of an 
effective domestic fraud and abuse 
compliance program can be effec-
tively implemented abroad to help 
companies avoid violations of the 
FCPA and other global anti-corrup-
tion laws. Global opportunities in the 
drug, device, and healthcare indus-
tries continue to grow, and U.S. 
regulators continue to target corrup-
tion abroad. As such, healthcare 
companies would be wise to imple-
ment compliance controls carefully 
calibrated to their overseas opera-
tional risks, including, as appropriate, 
controls borrowed from their domestic 
fraud and abuse compliance programs.
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