CALIFORNIA APPROVES FINAL CCPA REGULATIONS, AND BILL EXTENDING KEY EXEMPTIONS MOVES FORWARD AT THE LEGISLATURE

To Our Clients and Friends:

**CCPA Regulations Are Now Effective**

On Friday, August 14, 2020, California Attorney General Xavier Becerra announced that the state’s Office of Administrative Law (“OAL”) approved the final California Consumer Privacy Act (“CCPA”) regulations. As detailed in our alert on June 12, 2020, the Attorney General submitted final proposed regulations to the OAL on June 1, 2020, and OAL approval was required before the regulations could take effect. The approved regulations—which took effect immediately on August 14, 2020—largely track the final regulations proposed by the Attorney General. The OAL withdrew four provisions,[1] however, and the Attorney General made a number of non-substantive changes for accuracy, consistency, and clarity (the non-substantive changes are detailed by the Office of the Attorney General here). The OAL withdrew the following provisions, though certain of the revisions do not indicate any substantive reversal, as noted below:

- **Explicit Consent for Use of Personal Information for Different Purpose** (formerly § 999.305(a)(5)): The OAG removed the requirement that notice and explicit consent is required to use a consumer’s personal information for a materially different purpose from the purpose disclosed at or before the collection of personal information. This provision was heavily debated during the public comment period, and while it would remove a significant burden on businesses seeking to make such a change with respect to explicit consent, the statute (Cal. Civ. Code § 1798.100(b)) still dictates that a “business shall not collect additional categories of personal information or use personal information collected for additional purposes without providing the consumer with notice consistent with” the CCPA.

- **Offline Notice of Opt-Out** (formerly § 999.306(b)(2)): The OAL removed the requirement that businesses substantially interacting with consumers offline must provide an offline notice of a consumer’s ability to opt out of the sale of personal information, such as by providing a consumer with notice on a printed form or posting signage directing consumers to a notice.

- **Ease of Requesting to Opt-Out** (formerly § 999.315(c)): The OAL removed the language requiring that the methods businesses use for submitting requests to opt-out “be easy for consumers to execute,” and “require minimal steps to allow the consumer to opt-out.” The withdrawn provision had also clarified that a “business shall not utilize a method that is designed with the purpose or has the substantial effect of subverting or impairing a consumer’s decision to opt-out.” Although this particular provision was removed, another provision, § 999.315(b),
still encourages businesses to consider the “ease of use by the consumer when determining which methods consumers may use to submit requests to opt-out.”

- **Denying Requests by Unauthorized Agents** (formerly § 999.326(c)): Although this subsection allowing businesses to deny a request from an agent that failed to submit proof of authorization to act on the consumer’s behalf was removed, a different provision, § 999.315(f), provides that “[a] business may deny a request from an authorized agent if the agent cannot provide to the business the consumer’s signed permission demonstrating that they have been authorized by the consumer to act on the consumer’s behalf.”

At least the first two provisions above were particularly scrutinized during the public comment period, and their exclusion from the final regulations makes requirements for businesses less onerous (for example, businesses required to provide an opt-out-of-sale mechanism may have struggled with a practical offline procedure for opting out of the sale of data). The OAL has offered little insight into its reasoning for withdrawing these provisions, however, and the Attorney General may resubmit these sections after further review and potential revision.

Regardless of the withdrawal of these particular provisions, in light of the official approval of the remainder of the regulations, and the Attorney General’s authorization to enforce them starting immediately, businesses would be well advised to familiarize themselves with the approved regulations. We remain available to advise accordingly.

**Bill Extending Key CCPA Exemptions Moves Forward at the Legislature**

Separately, on August 13, 2020, the California Senate Judiciary Committee agreed—with a unanimous 9-0 vote—to extend until January 2022 exemptions from certain CCPA requirements for personal information arising from business-to-business (“B2B”) transactions and employment, which are currently set to expire January 1, 2021.[2] The relevant bill, AB 1281, was significantly revamped from a prior bill on June 25, 2020, and now its sole proposal is to extend the foregoing exemptions until January 2022, unless the California Privacy Rights Act (“CPRA”) passes. The CPRA is an initiative that is set for a vote on the November 3, 2020 state ballot, as we discuss in more detail here, and would extend the same exemptions until January 1, 2023. AB 1281 now sits with the Senate Appropriations Committee and was scheduled for a vote on August 19, 2020, but the legislature adjourned its session without a vote on the bill. The next session is scheduled for Monday, August 24. As of now, it appears likely to pass, which means the CCPA would not start applying to employment and B2B-related personal information when the current exemption expires on January 1, 2021.

[1] Cal. Code Regs. Tit. 11, Div. 1, Chap. 20 §§ 999.305 (a)(5); 999.306(b)(2); 999.315(c);999.326(c).
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